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DL-Windows Features

Basic Functions
When installed on an IBM compatible desktop
or notebook computer, DL-Windows can
provide the following functions:
« Create a new Lock Program
« Edit an existing Lock Program
« Send a Lock Program to a lock
« Receive a Lock Program from a lock
« Retrieve an Audit Trail (Event Log records)
from a lock
e Configure an AL-DTM to transfer data to
multiple locks
« Read ProxCards® using the ProxCard®
Reader (AL-PRE)

Features
e Fully Integrated Help File Systems and
Online Manual
e Supports up to a 2000 User Database
« Allows Viewing of 40,000 Event Audit Logs
o Account and Database Ultilities
« Compact and Repair Database
e Import / Export
e Rename Accounts
e Search Feature-to Quickly and Easily
Find Users

New Features for Version 3.5.X
(Note: The "X" denotes any release of ver-
sion 3.5).

e LockID (see page 21). "Door Numbers"
are now referred to as "LockID's", with Ac-
counts in DL-Windows v3.5.X now able to
accommodate up to a maximum of 2000
locks. Each LockID is unique to each
lock, ensuring the validity of data and that
each lock is matched to the correct data
when programmed.

o Global Administrative Users (see page
30). A new "Set Administrative Users"

button simplifies the organization of those
special Users possessing a greater range
of programming abilities. All Users desig-
nated as "Administrative Users" will be
identical for all locks within the Account.

e Individual Group Assignments (see
page 16) Group Support: A single user
can be assigned to different Groups in dif-
ferent locks within an Account

e Creating and Cloning Multiple Locks
(see page 15). Allows you to save time
when creating a new lock. Cloning dupli-
cates all schedules and Users pro-
grammed from an existing lock. You can
clone up to 2000 locks of the same lock
type. Note: All models can be cloned
into all other models, with the following ex-
ceptions: DL2800 and DL3000 locks can
only clone each other, and the DL3500
can only clone itself.

New Features for Version 3.6.0
« Daylight Saving Time (see page 33-34).
The manner in which Daylight Saving
Time (DST) is observed varies with loca-
tion, therefore the DST adjustment is fully
flexible to accommodate these regional
differences.
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Supported Products

DK3000 / PDK3000

Relay-only locking device, 2000 Users, 500
schedules, 40,000 Audit Trail events. The
PDK3000 adds Prox capability.

DL3000/ DL2800

300 User Codes, 150 Schedules, 1600 Audit
Trail Events. Refer to Ol224 for more
information on DL3000 features.
DL-Windows also supports the similar
DL2800, which supports 200 Users.

DL3500/ ETDL / ETPDL

DL3500: 300 User Codes, 500 Schedules,
40,000 Audit Trail events. Refer to WI1005
for more information on DL3500 features.
ETDL: 2000 User Codes, 500 Schedules,
40,000 Audit Trail Events. ETPDL adds Prox
capability

Data Transfer Module (AL-DTM)

The AL-DTM allows the transfer of Lock
Programs and other data between DL-Windows
and locks. See page 45 for detailed AL-DTM
specifications and feature descriptions.

Note: For DL-Windows versions 3.5 or higher,
the AL-DTM-IIl must be used, but will be referred
to as simply the "AL-DTM" in this manual.

Infrared Printer (AL-IR1)

An AL-IR1 printer is used to print Audit Trails
and User Code lists (where used) without the
need for a PC. Its infrared reader means no

- | cable connection to the lock is needed.

AL-PCI2 Cable
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PDL3000 / PDL3500 / PDL3300

2000 User Codes/ProxCards® or ProxKey®
keyfobs, 500 Schedules, 40,000 Audit Trail
Events. Refer to WI1021 for more information on
features. DL-Windows also supports the similar
PDL3500 mortise lock and PDL3300 Door Ajar
lock with Prox capability.

DL / PDL4100 ("Privacy")

DL / PDL4500 ("Residency")

The "Residency" feature is specially designed
to prevent unintentional lock-out, and the
"Privacy" feature is designed to deny access to
other users after an individual enters. Refer to
WI1194 and WI1195 for more information.

ProxCard® / ProxKey® Keyfob
Compatible with most HID ProxCards® and
ProxKey® keyfobs (26-37 bits).

Note: ProxCard® and ProxKey® are trademarks of the HID®
Corporation.

Prox Card Reader/Enroller (AL-PRE)

An AL-PRE is used to quickly enroll multiple
ProxCards® and ProxKey® keyfobs into DL-
Windows. Use the supplied 9-pin DB9 to DB9
serial cable to connect the AL-PRE to your com-
puter's serial COM port. Compatible with most
HID ProxCards® and ProxKey® keyfobs (37 bits
orless). For PDL series locks only.

All supported locks:

e DL1200
e DL1300
e DL2800
e DL3000
e DL3200
e DL3500
e DL4100

e DL4500 e PDL3500
e DK3000 e PDL4100
e ETDL e PDL4500
e PL3000 e PDK3000
e PDL1300 e ETPDL

e PDL3000

e PDL3300

An ALARM LOCK AL-PCI2 cable is required to communicate between your computer's RS-232 serial commu-
nications port (COM 1-4) and the AL-DTM or lock. One end of the AL-PCI2 cable is designed to be plugged
into a DB-9 male 9-pin serial COM port. If your computer has a 25-pin COM port only, a 25-pin to 9-pin adapter
must be used. The other end of the AL-PCI2 cable features a 2-pin banana plug connector which is polarity
sensitive--the TAB (marked “GND”) side must be plugged into the lock’s black (left) terminal.

Double-ended Mini Banana Plug Connector (supplied)
After you create the program in DL-Windows and transfer the program from your computer to an AL-DTM,
transfer the program from the AL-DTM to the lock(s) via a double-ended mini banana plug. You can also
use this cable to transfer the Lock Program from your lock to an AL-PRE.

DB9 to DB9 Serial Cable (supplied)

cable for this process.

Enroll ProxCards quickly into DL-Windows, then transfer this new ProxCard® data from the computer to the
AL-PRE via this 9-pin DB9 to DB9 serial cable. Once the data is in the AL-PRE, you can transfer the data
to the lock via the double-ended mini banana plug (see above), thus avoiding the need to use an AL-PCI2




Product Communication Examples

AL-PCI2 CABLE \
CONNECT TO SERIAL PORT If your computer does not
(COM 1-4) have a serial COM port (DB-

9 male) available, you can

_ + plug your AL-PCI2 cable e
fIn_—[l::}_E_ - into a special USB to RS- \’

NOTE: OBSERVE TAB DIRECTION WHEN o 232 Cable Order part PCI- L. ‘;f
INSERTING CABLE INTO LOCK = USB for the USB to RS-232 ~
™ ig cable only, or ALPCI2-U for
IBM COMPATABLE 1 el both the USB to RS-232 cable and an AL-PCI2 cable).
LAPTOP OR DESKTOP PC -

PDL3000 LOCK

Scenario 1 Create the program in DL-Windows on your computer, then transfer the program from the computer directly to the lock via an AL-PCI2
cable. Enter the User 298 User Code to send or receive data to of from DL-Windows. When no COM port exists, use a USB to RS-232 cable.

AL-PCI2 CABLE
CONNECT TO SERIAL PORT
(COM 1-4)

DOUBLE-ENDED MINI BANANA

(I" E: = PLUG CONNECTOR
) = - 4 -
NOTE: OBSERVE TAB DIRECTION WHEN —
INSERTING CABLE INTO LOCK NOTE: OBSERVE TAB DIRECTION
WHEN INSERTING CABLE INTO AL- .
DTM AND LOCK
IBM COMPATABLE s
LAPTOP OR DESKTOP PC ) |
AL-DTM DATA N
TRANSFER
MODULE PDL3000 LOCK

Scenario 2 Create the program in DL-Windows and transfer the program from your computer to an AL-DTM (via an AL-PCI2 cable)...
then transfer the program from the AL-DTM to the lock(s) (via a double-ended mini banana plug). The hand-held AL-DTM is useful
because you do not have to transport (or find electricity for) your computer. Data can also flow in reverse, from the lock, through the
AL-DTM, back to the computer for examination.

CONNECT DB9 CABLE
TO COMPUTER SERIAL
PORT (COM 1-4)

- DB9 to DB9 Serial I

Cable (supplied)

DOUBLE-ENDED MINI BANANA

: PLUG CONNECTOR -
'-E E.'

NOTE: OBSERVE TAB DIRECTION
WHEN INSERTING CABLE INTO AL-

-
-—
-
PRE AND LOCK =
I )

AL-PRE PROXCARD READER/ H S—
ENROLLER PDL3000 LOCK

IBM COMPATABLE
LAPTOP OR DESKTOP PC

Scenario 3 Enroll ProxCards® quickly into DL-Windows, then transfer this new ProxCard® data from the computer through the AL-PRE
to the lock (thus avoiding the need to use an AL-PCI2 cable). For PDL series locks only.

e
AL-IR1 o
INFRARED PRINTER PDL3000 LOCK

Scenario 4 Use the AL-IR1 Infrared printer to print your lock’s audit trail (event log), User Code
list, clock settings and software version. No cable required.

The AL-PCI2 cable is designed to be used on a 9 pin serial COM port. If your computer has a 25 pin COM port, a 25 pin to 9 pin adapter must be used.
Warning: Polarity MUST be observed when connecting cables to the lock. The tab (-) must plug into the negative (black) hole.




Overview

Why Use Software Inside a Lock?

With ordinary door locks, the need to make physical copies of metal keys and distributing them can be a huge organizational and
financial task -- and what will you do if someone causes a security breach by losing their key? The answer lies in the advantage
of software.

Software (also called firmware) is not "hard" or "fixed" like hardware is. Software is flexible and changeable to your needs. Soft-
ware exists inside your Alarm Lock™ series lock, and can be programmed (and re-programmed again and again) to suit your
changing requirements. No more metal keys to distribute...instead, distribute User Codes -- and delete them from the software
when needed. (A User Code is the software equivalent of a metal key--it is a series of numbers the User presses into the lock
keypad keys to unlock the lock). (Note: The PL3000 does not have a keypad---see W11280).

Preparing to Program your Lock

There are two ways to make changes to the software inside your lock--either by using the lock keypad or by using DL-Windows.
Although using DL-Windows makes programming faster and easier, we recommend you familiarize yourself with the general
concepts of keypad programming as well. The first step to programming your lock without DL-Windows requires that you enter
something called "Program Mode".

What is Program Mode?

The software inside the lock has only two "modes"--Normal Mode and Program Mode. When you want to make changes to the
lock program, you enter Program Mode. When you finish programming and wish to put the lock into use, you exit Program Mode
to enter Normal Mode.

Use the keypad to enter Program Mode by pressing the Master Code of the lock that was set at the factory (see the Program-
ming Instructions of the individual lock for more information). The Master Code is like a secret password that allows you to enter
Program Mode. But since all locks are identical and leave the factory with the same Master Code, the factory Master Code is not
very secret and should be changed to your own personal Master Code. This way, only YOU can enter Program Mode and make
changes to the lock programming.

With most locks, changes to the lock are organized by their Function Number. Want to change the date inside the lock? Use
Function Number 38. Want to add a User Code? Use Function Number 2.

With DL-Windows, you first use the various DL-Windows computer screens to make the programming selections, then later you
send the programming selections from your computer to the lock's memory. You do this by clicking the c ¢
Comm button in DL-Windows and selecting Send to Lock (see image at right). You can also use DL- | comml| Lock|Sched] 2
Windows to receive programming from a lock, allowing you to observe the lock programming inside DL- * iL°°k
Windows. Because your lock can be programmed using DL-Windows, and then using the keypad, DL- ———
Windows will detect changes made by the keypad, and will alert you to these discrepancies in a screen named Lock Differ-
ences. See page 23 for more information.

The Global Users Screen
Perhaps the most significant part of DL-Windows is the Global Users screen and the concept of an "Account". An Account can
be thought of as simply a building in which Alarm Lock locks are installed. [f there are 55 locks in this building, and one person
needs access to all of those locked doors, it would be convenient to assign that person one User Code to remember, and to enter
their name in the computer only once---rather than having to enter their name 55 times. The Global Users screen was developed
for this very reason--to support the concept of an Account, allowing a User Name to be entered only once, and to allow you--the
person in charge of the locks--to sit back and assign this User to all locks

i ith i i =T
in an Account with just a few clicks of the computer mouse. B e = qua Loty =gl
Turn the page and learn the special terminology used with your lock, then | fr—paerak: :du»m; e ) | (-
: H 3 |Bemard Wilis ress:
use the Quick Start checklist on page 11 to help you get started. 5 E;'?Eﬁ Zﬁ ]T
DL-Windows System Requirements i DatdE Joion o ——
This application has been tested and approved for an IBM-compatible P4 |5 e =
1.6 GHz computer with 256MB RAM and a minimum of 100MB of hard ! T
drive space running Microsoft Windows 98, 2000 or XP with one unused : [
RS-232 Serial Communications port (COM 1-4) required. If a COM port | o [ s
is unavailable, please contact customer support for one of our USB | Sel Group Assi [ | roomy cocose
adapters (PCI-USB or ALPCI2-U). Depending on your system de- || | sellevelAssgent | '_ —
mands, a slower PC may function properly but with significant user inter- ji %{ :’;';d ==
face problems, including long intervals for the system to respond. 5 e =
—-g- - [Name =] [ryee Sesrch Text Here M
Global Users Screen ||| 1= @ | BesetMamesearch ||| cose |




Terminology

DL-Windows

DL-Windows is a computer program that allows you to program
your ALARM LOCK T3 Security Lock. You do not need DL-
Windows to program your lock, but it makes programming much
faster and easier. With DL-Windows, you can quickly create Lock
Programs (programs that make the lock perform its mang
functions) add multiple Users (who have access), add ProxCards
and ProxKey® keyfobs, retrieve event logs, and create Schedules.
The benefit of DL-Windows is that it allows you to set up all lock
programming in advance (on your computer), and then send the
information to the locks at your convenience.

This Users Guide to DL-Windows will guide you through all
aspects of the lock--from the software installation procedure
through the creation of a Lock Program, from the transfer of lock
programming to the viewing of lock event logs.

ALARM LOCK makes a variety of computer interfaced
microprocessor-based programmable keypad-entry and
ProxCard® security locks: DL3000, DL3500 and PDL Series
Access Control Locks. DL Windows works with them alll.

Users

A User is a person who is authorized to simply use or make
certain programming changes to the lock. This User can be
anyone--from a one-time visitor (who will almost certainly have no
authority to make changes) to the owner of the building in which
the lock is installed (who will probably wish to have total authority
to make changes). Most PDL Series locks can hold up to 2000
Users in its programming memory, and each User possesses a
pre-defined level of authority--a Programming Level--as to their
ability to use or make changes to the lock.

Lock Program

A Lock Program contains the instructions that a lock uses to
perform its various functions. You can use DL-Windows to create
a Lock Program on your computer, and then transfer and store the
Program in the circuitry contained inside the lock itself. The Lock
Program is essentially a computer database file that maintains
feature settings, schedules, audit trails, etc. Using DL Windows,
Lock Programs can be created with default information, edited on
your PC, and then sent to (and even received from) locks.

The Lock Program consists of 4 areas: User Codes, Features,
Time Zones, and Schedules, all defined below:

User Codes

Also called User Access Codes or PIN No. Codes, User Codes
are numbers the User enters into the lock keypad to unlock the
lock. Using DL-Windows, Users are matched with their own
individual User Codes. The User Codes are part of the Lock
Program, and the Lock Program is stored in the lock circuitry
awaiting the Users to key in their User Codes.

Features

Your lock is designed to support several options and functions.
Using the Programmable Features window, you can select the
features you wish to activate, such as if the lock will automatically
adjust for Daylight Saving Time in the spring and autumn, or if the
lock sounder should be disabled or enabled.

TimeZones

Events (recorded lock activities) can be programmed to occur at
certain times. It is these times (for example, “every Tuesday at
5PM”) that are referred to as TimeZones. You use the Schedule-

TimeZone screen to create these TimeZones, and once created,
you can link events to these TimeZones. Note: The Schedule-
TimeZone screen is "Global"--when a new TimeZone is created, it
can be used for all locks in an Account. For more information, see
page 20.

Schedules

Your lock can be programmed to maintain a schedule in which
certain events can occur automatically. For example, you can
program the lock to allow Groups of Users (with their User Codes)
access ONLY during specific business hours. With another
example, you can program another lock to UNLOCK at 9am,
LOCK at noon for lunch, UNLOCK at 1pm, and LOCK again at
5pm--every weekday. As you can see, many different
combinations of Schedules can be created to suit the needs of the
Users. First you create TimeZones (see above) with the
Schedule-TimeZone screen. Next you create events and link
them to your TimeZones (also with the Schedule-TimeZone
screen). When finished, you can view your schedule in the
Schedule View screen.

Programming Levels

The Programming Level defines the range of programming tasks a
User is allowed to perform. For most locks, the higher the Level,
the more programming tasks the User is allowed (with the Master
allowing ALL tasks for all locks).

Note: For the DL2800/DL3000 series locks, the Programming
Levels are slightly different. See "Set Level Assignment”
explanation on page 30 and also the DL2800/DL3000
programming manuals for more information.

Note: Since the Programming Level is closely associated with the
type of User and their abilities, a User who holds a certain
Programming Level is sometimes referred to by their “User Type”.

For example, some locks can hold up to 2000 Users in its
programming memory, and each User is associated with a User
Number (see definition of "User Number" on the next page) and
therefore a specific Programming Level, as shown in the following
list of "Administrative Users":

Master:
enabled and can program all functions.
Programming Level = M).

Installer: Always associated with User Numbers 2 and 3. Can
program all functions except changing the Master Code.
(Abbreviated as Programming Level = 4).

Manager: Always associated with User Numbers 4, 5, and 6.
Can program all functions except functions relating to lock
configuration. (Abbreviated as Programming Level = 3).

Supervisor: Always associated with User Numbers 7, 8 and 9.
Can only program functions relating to day to day operation.
(Abbreviated as Programming Level = 2).

Print Only Users: Always associated with User Numbers 10 &
11. Restricted to print event logs only. No other programming
ability allowed. (Abbreviated as Programming Level = 1).

Basic Users: Always associated with User Number 12 and
higher (except 297-300). No programming ability allowed.

Always associated with User Number 1. Is always
(Abbreviated as

Programming Levels are hierarchical--higher levels are allowed to
do anything the levels below them can do. For example, if you are
a Manager, you are allowed to do anything that Supervisors, Print-
Only Users and Basic Users can do in addition to those tasks
allowed for Managers (Level 3). (Not applicable to the DL2800/
DL3000).

(continued)
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Minimum Required Program Level

This Programming Level abbreviation is the minimum programming
level required to access the particular Function. (The higher the
level number, the more programming tasks the User is allowed,
with Master allowing all tasks).

In this manual, Programming Levels are abbreviated as follows: M
= Master, 4 = Installer, 3 = Manager, 2 = Supervisor, 1 = Print Only
Users

User Numbers

(User Number = Location Number = User Location = Slot in Lock)
User Numbers are used and are significant within each individual
lock only. The User Number determines the Programming Level for
each User. For example, many locks can hold up to 2000 Users in
its programming memory. This memory can be thought of as
simply a numbered list from 1 through 2000. Each entry in the list is
represented by a User Number. Therefore, where a User is located
in this list—-their User Location--is a commonly used description of
their User Number. Because of their similarities, a User Number,
User Location and Location Number can be used interchangeably.
In some DL-Windows screens, the word "Slot" is also used.

Since User Numbers are fixed, knowing a User Number will specify
the associated Programming Level, and will in turn indicate a User’s
programming abilities. For example, User Number 1 is always the
Master, who can perform all programming tasks.

Programming Levels are hierarchical--higher levels are allowed to
do anything the levels below them can do. For example, if you are
User 2, you are allowed to do anything that Users 3 through 2000
can do. Some DL series locks can hold up to 300 Users in its
memory, however, the definition of a User Number is the same for
these locks as well. (Not applicable to the DL2800/DL3000).

Groups

With many lock applications, it is convenient for large numbers of
similar Users to be grouped together. Placing Users into Groups
(by assigning them specific User Numbers) allows large numbers of
Users to be controlled all at once rather than individually--saving
time and effort. Groups are controlled via schedules, and a typical
example involves enabling or disabling a Group at a certain time.
For example, if you wish to add a User to Group 1, assign this User
a User Number between 51 and 100. Default Group associations
(see the lock programming instructions for details) can be changed
if needed to allow Groups larger than the default number. In
addition, a single User can be assigned to different Groups in
different locks within an Account. See page 16 for more
information.

Users 297-300
Many locks have Users assigned to User Numbers 297, 298, 299
and 300. These User Numbers have special abilities, as follows:

User 297: Quick Enable User 300
User 297 possesses the unique ability to enable the User Code
associated with User 300. User 297 does this by first entering
their own User 297 User Code into the lock keypad. When User
300 subsequently enters their User 300 User Code, the lock
allows access (for one time) and then the User 300 User Code
becomes disabled.

For example, you wish to allow one-time access to a temporary
worker. Simply enter the User 297 User Code into the lock
keypad. Later, when the temporary worker enters the User 300
User Code into the lock keypad, the User 300 User Code allows

access (for one time only) and then becomes disabled. Later, if
you wish to grant the temporary worker re-access, simply re-enter
the User 297 User Code and the User 300 User Code will be re-
enabled (again for one time only). Note: User 297 is not used
with the DL2800/DL3000 locks, but Function 9 can be used with
the DL2800/DL3000 locks as an alternative.

User 298: Quick PC Access Code

Entering the User Code for User 298 enables that User to send
data to or from the lock. Therefore, User 298 can activate what is
the equivalent of Function 58 in Program Mode (see the lock
programming instructions for details), without the need to enter
Program Mode nor the need to know the Master Code of the lock.
An AL-PCI2 cable with a PC is required. NOTE: The User Code
for User 298 is not an Access Code and is not used with the
DL2800/DL3000 locks.

User 299: AL-DTM Code
This is the only User Code that will initiate data transfer with the
AL-DTM--and without allowing the User to pass through the door
(the User Code for User 299 is not an Access Code). An AL-PCI2
cable and an AL-DTM (first programmed by the computer via the
DTM screen in DL-Windows) is required.

User 300: Temporary Access
Temporary access User Code enabled by User 297. For
example, User Code 300 is sometimes used for guard tour duties.
See User 297: Quick Enable User 300 above. Note: User 297 is
not used with the DL2800/DL3000 locks, but Function 9 can be
used with the DL2800/DL3000 locks as an alternative.

Accounts

Technically, an Account is a DL-Windows computer database file
that allows you to organize and maintain multiple lock installations.
But in practical terms, an Account is often named after the building
or company location in which a lock or multiple locks have been
installed. For example, the Account Name might be “Overbrook
Hospital” and listed in that Account are the 4 locks you just installed
on the 7th floor. In DL-Windows, Accounts can be created, edited,
cloned and deleted. The benefit of an Account is that it allows you
to add the name of a User ONCE and then assign that User to
multiple locks within a building--rather than having to enter and re-
enter the same User information again and again for each lock in
your building. Enter the name of the User once in the Global Users
screen, then sit back and assign that User to the locks you wish --
with just a click of the mouse.

Global ID Numbers

Note: The Global ID number can be hidden from view. See page
16 to show or hide the Global ID number.

A Global ID is used within the DL-Windows Global Users screen
and is Account specific—-it remains constant within Accounts only. A
Global ID is not related to User Numbers nor Programming Levels.
The Global Users screen simply lists all potential Users within an
Account (which can contain up to 2000 locks).

DL-Windows keeps track of each "Global User" listed in the Global
Users screen by use of the Global ID number, but its significance
ends there--it acts as an internal designation only.




DL-Windows Buttons

Zl

Open

[]

Cloze

C

Lock

W

Carmnm

Sched

Schy

K3
b

Feat

Log

E| S 5}
OTH | Global Opt Help

The DL-Windows toolbar (above) allows you to open the screens and dialogs you will need to program your lock. It may be helpful
to open each screen on your computer as you read. From left to right, they are as follows:

T

Open

Cloze

Comm

Lock

Sched

Schi

e

Feat

Open - View the Account Tree column, revealing a
hierarchical tree listing of Accounts and locks within
Accounts.

Close - Close the Account Tree column allowing
more room for other DL-Windows screens.

Comm - Opens the Receive from Lock dialog or the
Send to Lock dialog. Allows for direct
communication between DL-Windows and the locks.

Lock - Opens the Lock Data screen, which allows
you to "view the programming" inside the lock, such
as the names of the Users, their User Numbers (and
their associated Programming Levels) and their User
Codes.

Sched - Opens the Schedule-TimeZone screen,
allowing you to create automatic lock programs by
choosing certain points in time (TimeZones) to which
events are linked (Schedules). See SchV button,
below.

SchV - Opens the Schedule View screen, revealing
a compiled view of all TimeZones and Schedules
that were created using the Schedule-TimeZone
screen .

Feat - Opens the Programmable Features dialog,
which allows you to choose various Options within
the DL-Windows software.

Log

%

DTH

S

Global

Opt

Help

Log - Open the Event Log Viewer screen to
examine a listing of all lock events --from a User
entering their User Code to a change in a schedule.

DTM - DTM Support screen allows you to configure
and communicate with your Data Transfer Module.

Global - The Global Users screen lists all potential
Users in an Account. You can assign Users to locks,
specify their User Location and add/remove
ProxCards® (along with any other User information).

Opt - Opens the Options dialog, allowing you to
determine various program alternatives within DL-
Windows, specify StartUp screens and select the DL-
Windows user interface language.

Help - Opens the DL-Windows On-line Help file.




DL-Windows Main Menu

File Options Tools

Menu System and Shortcut keys

The sub-menus within the DL-Windows Main Menu bar
can be activated by clicking the mouse or via shortcut
keys. They are as follows:

File Menu (Alt + F)

Exit - Quits and closes the application.

Options Menu (Alt + O)
Show Options

Tools Menu (Alt + T)
Manage Users
Set Security Password
Edit Languages
Com Port Setup and Test
Import CSV File
Import CSV File From Excel
Import CSV File From DL-Windows
Export Active Account to CSV
Import a Single ADF Account File
Check for Ambush Code Conflict

Compact and Repair Database

Window Menu (Alt + W)
Cascade - (Can also press F5)
Lock Data
Schedules
Schedule View
Features
Event Log Viewer
DTM
Global Users

Window Help

Help Menu (Alt + H)

Contents - (Can also press F1)
Index - (Can also press F2)
Find - (Can also press F3)
What's This Help

DTM3 Help Screen
DL3000 Lock

DL3500 Lock

PDL3000 Lock

Alarm Lock On The Web
Help on Help

About
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Quick Start Checklist

You have installed the locks in the doors. Now you want use DL-Windows to program the locks. What are
the main steps?

OPENING STEPS

[1 1. Install the DL-Windows software into your computer (see page 12)
[l 2. Create a new Account and add locks (see page 15)

[1 3. Add Users (and other data) using Global Users screen (see page 16)
[1 4. Enroll ProxCards (for "PDL" locks only) (see page 17)

[1 5. Add Schedules and TimeZones (see page 20)

[1 6. Send Information to the lock (see page 21)

ADVANCED PROCEDURES

[l 7. Receive Information from the lock (see page 23)
[l 8. Using the AL-DTM (see page 25)

[1 9. Database Maintenance (see page 46)

[1 10.Foreign Language Support (see page 47)

[1 11.Advanced Programming Concepts (see pages 48-50)
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DL-Windows Software Installation

Installing DL-Windows Software

Note: Uninstall any previous version of DL-
Windows before Installing DL-Windows. Account
data associated with previous installations will
remain intact, with the exception of Prox devices
(see warning below). Use the Update Database
utility on databases created using prior versions of DL-
Windows. Please read the readme.ixt file for the latest
information about DL-Windows. See page 6 for DL-Windows
System Requirements.

1. Place DL-Windows CD into the CD-ROM drive. The DL-
Windows InstallShield Wizard will automatically begin the
installation process.

2. If the Wizard installation process does not automatically
begin, click Start, Run and type the following: D:\Program
\English\setup.exe, where D is the Drive Letter associated
with the CD-ROM. For installations other than English,
please read the Setup.txt file located on the installation
CD.

3. The Installation program will prompt you regarding the
ReadMe file, and the installation destination folder on your
hard drive. When installation is complete, you will be
asked to reboot your computer.

Run

i

Dpen; |D:\F’logram\English\setup.exal j

[ o |

Starting DL-Windows

Click Start, select Programs, select the DL-Windows Program
Group, then click on DL-Windows 3.X.X. After a few moments,
the following screen will appear:

Type the name of a program, folder, document, or Internet
resource, and Windows will open it for pou.

Cancel | Browsze, |

Right mouse-click here

WO VB

When opening DL-Windows for the first time (without any
Accounts), the popup will appear, directing you to right-click in
the white pane (the Account Tree area at the left) and select
New Account. From this main screen you can create new
Accounts, add locks to the Accounts, transfer data to and from
locks, and perform all other needed tasks. Before starting, you
will first need to select a Com port through which (via a wire
cable) your computer and the locks will be connected.

AL-PCI2 Setup

The comm port refers to a serial port located at the back of your
computer that is used to communicate with the lock. Connect
an AL-PCI2 cable (or the supplied 9-pin DB9 to DB9 serial
cable) to an unused comm port at the back of your computer.
Leave the other end of either cable unconnected.

Select Tools, Comm Port Setup and Test. This Comm Test
utility allows the DL-Windows software to detect which Com
Port is connected to the cable. The first comm port that passes
the DL-Windows automatic detection test will be selected.
When finished, click Exit.

Note: If you are not using COM1, you must run this utility to
identify the active comm port.

P AL-PCI Loopback Test []

To test the AL-PCI Or AL-PRE. plug madule with wire inta the Cam
port Do not connect to Lock or AL-DTh

& Testal

¢ Com1

" Com2

" Com 3

" Com4

Ezit |
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Upgrading From a Previous Version of DL-Windows

NOTE: This section applies only to Accounts and locks cre-

ated with previous versions of DL-Windows. For new Ac-
counts, please ignore the following instructions.
(B oo -wiinciows 3.6.0 Uipgrade Utility x|
glglme
= |
Inztructions

Click the OpEn button to Icate your ALI000 MDE fe you wish i update, Your getault 0cation is displayed in the Path i
Database Fies fiekd below. ClcK IMport LISErs i upaate AND impart your files. Chicking Update will ONLY update the database
to version 3.6 0 and NOT import sy Uisers into the Global Users screen,

Path o Dratabase Files - Click Open to change the Path
Pleasa Locate Files to importporade
Resul of import: - Click Import to process your files.
Accout Name;
Lock Description:
User Number:

Total No. of Lisers Processed:
Total No. of Users Imponted
Total Mo, of Duplicates found:

Click on the open button to locate your fles. Then the import button to process your files

IMME{'G 230 AM

Open the Import Utility application by clicking Start, Programs,
DL-Windows, Import Utility. The Import Utility application is
independent of DL-Windows and allows the database files
(Accounts) of previous versions of DL-Windows to be upgraded
to the latest version of DL-Windows.

When running old Account database files in DL-Windows, you
may encounter a pop-up message (shown below) requesting
you run the Import Utility to update your Account files:

Update Account(s) x|

'E Your Accountis) Meed To Be Updated.
L] Please Run The Import Utlity And Restart DL-VWindows To Continue,

When first started, the Import Utility application defaults to the
directory where your current working DL-Windows files are lo-
cated (this directory is set from the DL-Windows Options
screen). Note: If your computer stores your database files in
more than one directory, you must run the Import Utility and
update the files in each of these directories.

Click the Open button to select the directory the Import Utility
will use.

Locate your ALZ000/AcclList File 2=
Lookin: | £ 360 Impon Uity x| +EcEr

‘ [ Criginal Fies
| ALt ad!

My Fiecent
Dicurmints

Dinskiop

Iy Documents:

Filo nome [accristant -

Filizs o fype

When selecting your database files, the Files of type pull-
down menu lists two file types:

o New DL-Windows Index files
o Old DL-Windows Index files

The OId file type is listed as AL3000.MDB and the New file
type is listed as AcctList.adf.

After selecting the file type, the Upgrade Utility determines
which operation needs to be performed (either Update or Im-
port) and enables the appropriate button to perform the
needed operation. Regardless of the operation performed, the
Upgrade Utility will create a new sub-directory named Original
Files containing a backup of your original unchanged Account
files. Should your upgrade operation not complete properly,
the application will restore these original files back to the main
directory.

Once Update or Import is selected, the Upgrade Utility will
start to run and, depending on the file sizes and quantity, the
process may take a while. Some older Accounts with many
locks could take more than ten minutes to complete, while oth-
ers may only take a few seconds.

When the Upgrade Utility is complete, a message box appears
indicating the status of the upgrade.
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DL-Windows Security Features

Security Features in DL-Windows
Change an Existing Password

The DL-Windows software provides security and protection
features to restrict unauthorized persons from accessing your
DL-Windows program.

When starting DL-Windows, a user name and password are
required to access the program. Creating user names re-
quires a User Type be selected, (either Operator or Adminis-
trator). This User Type determines the range of tasks allowed
within DL-Windows. Creating authorized users should be the
first step in programming the DL-Windows software. Note:
For Operators, all administrative functions are grayed-out
within both the Global Users screen and the Options screen.
In addition, the functions listed below are accessible by Ad-
ministrators only:

Adding Users (for access to DL-Windows software)

1. Click Tools, Manage Users to open the Manage Users
screen.

2. In the Manage Users screen, click Action, Add User (or
press CTRL+A).

3. In the Add User dialog (shown below), type a User Name
and a Full Name in the fields provided (the User Name will
appear on the Log-On screen when starting DL-Windows).

4. Select the access level by checking either Operator or Ad-
ministrator in the User Type area. Users can be created
but disabled by simply un-checking Enable User.

5. Enter a password (at least 4 characters) in the Password
field and re-type the password in the Confirm field to ver-
ify.

6. When finished, click OK to save, or click Cancel to discard
your changes.

[Flonoge sers

Name

Dielaul Administrator

User Hame |l

Full Mame |
User Typs

¥ Operatar

™ Admanistiator

¥ Enable Uses

Password | DK I
Confim | Cancal i

Editing and Deleting Users

To edit existing users:

1. Either click Action, Edit User, press CTRL+ E, or double-
click the user to open the Edit User dialog.

2. All existing information can be edited, and when finished,
click OK to save or click Cancel to discard your changes.

To delete an existing user:

1. Click to highlight the user in the Manage Users screen.

2. Click Action, Delete User or press CTRL+ D.

3. A confirmation popup will appear.

4. Click Yes to confirm the deletion, and click No to retain the
user.

1. Click to highlight the user in the Manage Users screen,
then click Action, Set Password (or press CTRL+ P).

2. In the Change Password dialog, type the existing pass-
word in the Old Password field, type a new password in
the New Password field and re-type the same new pass-
word in the Confirm field.

3. Press Enter on your keyboard to accept the changes.

Security Password

DL-Windows can utilize a Security Password to safeguard
against an unscrupulous person with knowledge of your AL-
DTM or PC download code. The Security Password prevents
an unauthorized user from reprogramming your installed locks
with their own copy of DL-Windows. Entering this password
into DL-Windows prior to initial programming of your locks
copies the password to a special area within the locks. The
password never needs to be entered again. Subsequent com-
munication between DL-Windows, the AL-DTM and your locks
will automatically check for this password. If a different copy
of DL-Windows is used to program your locks, the passwords
will not match and no data transfer will take place. Once this
Security Password is stored within your installed locks, the
only way to change the Security Password is to erase all lock
programming for each lock (re-loading the factory default pro-
gram) and then re-program each lock with a new Security
Password.

The Security Password ensures that only your copy of DL-
Windows can communicate with your locks. The Security
Password also makes certain that your copy of DL-Windows
must be used to program the AL-DTM in order for it to ex-
change information with your locks.

If desired (but not recommended), the use of more than one
copy of DL-Windows is possible--provided that the same pass-
word is entered in all copies of DL-Windows.

To program the Security Password:
1. Click Tools, Set Security Password.

File Options |Too|s Window Help

Manage Users
Set Security Password !
_ Edit Language 's

2. Before entering any information, be sure to write down the
password to be used and save in a secure location. Once
the Security Password is entered into the program, it can-
not be retrieved.

3. In the Set Security Password dialog, type a unique 6-
character password in the New Password field.

Set Security Password

Set thiz password to enable the security feature for the locks. Please
wiite this down, as it is not retiievable. |f you change this password you
will need to default all of pour locks and redownload. This password must
be B characters long. Press the Enter key to set.

Mew Password I Ok |
I Lancel |

4. Re-type the same password in the Confirm field.
5. Click OK to save, or click Cancel to discard your changes.

Confirm
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Create a New Account and Add Locks

Create a New Account

When the DL-Windows screen first opens (below) click the Open
button located on the toolbar (upper left).

T .

(For new installations, a popup appears with directions). First press
OK to clear the popup, then (as directed by the popup) using your
mouse, right-click anywhere in this white box (the Account Tree area
at the left), and select New Account. The New Account dialog
opens.

T
New Account Description i s
Enter the New Account ...
Description in the field shown at [~
right. The Account Description will
typically be the name of the company
or facility where a lock(s) will be
installed.  Existing Accounts from

previous installations are also displayed. Click OK.

o |

Coreel

Delete an Account

If you wish to delete an Account, right mouse-click the name of the
Account and select Delete Account from the menu. A warning
popup will appear, and click Yes to confirm, and click No to can-
cel.

Add Locks to the Account

New Lock Description

After entering the new Account description, the New Lock dialog
automatically appears (shown below). Type the description of the
new lock, which will typically be the name of the door or department
in the facility. Select the Type of Lock to be programmed from the
drop-down list. When finished, click OK. Note: To add a new lock
to an existing Account, first open any existing lock in the Account,
then right-click in the white column and select New Lock. The Num-
ber of Locks to Create? field allows you to create multiple locks of
the same lock type. You can also "clone" locks (see next section
named "Right Click Menu"). Note: If you select a 4000 Series lock,
a special Mode of Operation Wizard dialog appears (shown below)
which allows you to select the type of lock programming for that
lock's application. See page 37 for more information about the Pri-
vacy and Residency Features in the PDL4100/DL4100 and
PDL4500/DL4500 series locks. Displayed be-
low is a New Lock dialog used for adding new
locks, and a 4500 e —
Series Mode of Op-
eration Wizard dia-
log:

Lk Hows Lock Dascnphon

Bhber ol Lock s Coeae 7 [0 =
Eustrg Locks

24t Thi v ot i b it hich s of
%\» ‘aperation your DLSI0 lock wl cperate in.

M D Shenges e

¥ Piesdency Festrs

™ Privacy Feshure (Mode 1)

I Privacy Fasthurs with Unlack on Dt
I Marnad Corliguration

=1

==

Press the Global button. The Global Users screen will appear
(below). Programming of User Codes, Programmable Features and
Schedules can now begin. Note: The screens that display on
StartUp can be selected under Options (press the Opt button).

For Global Users screen field and button definitions, see page
29. For more information about Programming Levels and the
lock default tables, see the individual lock programming instruc-
tions for details.

Right Click Menu

Select an Account, double-click a lock and right-click in the Account
Tree area. The following menu appears:

Mew Account
[lere Aecount

New Account and New Lock are described
above. Clone Account allows you to save time
when creating a new Account by duplicating all
information in an existing Account, with the ex-
ception of the lock information. Therefore, after
cloning an Account, new locks must be added,
but all names, Prox Card and other data in the
Global Users Screen will be duplicated. Select Delete Account
when you wish to remove an Account from DL-Windows perma-
nently. Press Yes in the warning dialog only after you verify the Ac-
count to be deleted.

Delete Accaunt

Mew Lock(s]
Clone Lock
Delete Lock

Fiename
Sort Tree by Lock Name

Clone Lock allows you to save time when creating a new lock.
Cloning duplicates in the new lock all schedules and Users pro-
grammed from an existing lock. When cloning, the Clone Lock
Data screen appears (below), which is very similar to the New Lock
screen shown previously. In the Number of Locks to Create? field,
click the drop-down list to clone up to 2000 locks of the same lock
type. Note: All models can be cloned into all other models, with the
following exceptions: DL2800 and DL3000 locks can only clone
each other, and the DL3500 can only
clone itself. Enter Mew Lock Description

I

Select Delete Lock when you wish to
remove the lock from the Account
permanently. Press Yes in the wamn-
ing dialog only after you verify the lock
to be deleted. Note: You cannot de- [ Fior Corference Foom
lete the last lock of an Account. :L:h”_ﬁ f'“”‘

WYarious in Bassment 1
Warioug in Basement 2

Lock Type
[POLa000 =l

Mumber of Lock to Create 7 |1 b

Existing Lacks

Select Rename when you wish to
rename the lock description of the
selected lock.

Sort Tree by Lock Name/LockID

For each Account listed in the white
pane (the Account Tree area at the
left), the locks for each Account can o | o |
be listed (top to bottom) either by the names of each lock
(alphabetically) or by the LockID number (sequential order as
added).

Warious in Bagement 3
Warious in Basement 4
Warious in Basement §
Warious in Basement 6
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Add Users with the Global Users Screen

Overview

The Global Users screen is used to enter all User information.
Users can be assigned to specific locks and assigned to Groups
within locks. All Basic Users are entered here as well as the Level
Assignment for DL3000/2800 locks. User lists can be imported from
other DL-Windows Accounts or from comma delimited formatted lists.
Administrative Users can be accessed through the Global Users
screen via the Add Administrative Users button. Please see page
29 for the Global Users screen layout and field descriptions.

Add Users and User Codes

As displayed in the image below, type the first and last name of a
User in the User Information Fields, and enter the remaining personal
information as needed. Note that the names entered in the First
Name and Last Name fields also appear in the User Name list.

Note: A specific PIN Number ("User Code") may be typed in the Pin
No. field for each User —or-- random User Codes may be auto-
generated for one or many Users by right-clicking in the User Name
list.

EGIobaI Users Account Name: Selment County Courthouse i ] |
D [User Hame = First Name: [Dale Locks Listed by Lock ID
1 Dave Anderson Last Name: W 1 2 3 4 53‘
2 |Richard whitmark. 6 7 &8 9 1
3 [Dale Crostiey Address: [ 1 12) 13 14 18
4 o E— 16 17 18 18 20
H 21 22 23 24 2%
Generate Selected New Codes State  Zip Social Securty = s
Generate All New Codes 1
= I I I 3 32 3 M B
Delete Selected Codes H Telephone Number l— 35 h37 38 39 40
Delete All Codes I 41 2 43 44 45
Comments  Pin No
Delete Selected Prox Cards A6 G| ool e =
51 5! 53 54 5

Delete All Prox Cards

Delete Selected Users | The LockID Grid
Add Selected Users to All Locks User =l || displays LockID
Add Selected Users to a Lock In_formatlon numbers
|| —]Fields
Add|User to Adnin Scresn \_ T T
Add a Block of Empty Sots toList W\ Show Pins | Card D:
ég WY —— stve Users | Add cards | Remove Carg |
21 Right-click menu in
25 i
58 the User Name list j IType Search Text Here Delete Uzer
Ez =1 ‘ %] (@ Reset Name Search I Close |

Note: The ID column in the User Name list is used for identifying
Users in this screen only and is NOT associated with positions in
the Lock Data screen. For this reason, if displaying these
numbers is confusing, this column may be hidden using the
Options screen (see page 41 for more information).

The LockID Grid displays LocklID numbers and is color-coded to
describe the state of the selected User:

e Green = User entered in the lock and enabled
e Red = User entered in the lock but disabled
e White = User not in the lock

— Locks Listed by Lock ID

Select a Range of Users

e
[P clobal Users Account Name: Selment County Courthouse

D [User Name '~ | First Name: [Richard
1 |Dave Anderson Last Name: W
Address:
Generate Selected New Codes F
G te All New Cod . .
To highlight a range [zl  emR RIS | then right-click
Bruce Garry Delete Selected Codes
L C e gy uelan and select from
of Users, click in this Delete All Codes /
-~ X Janyof these
column to select the Delete Selected Prox Cards options
first User, pressand [ Delete Alfrox Cards .
hold the SHIFT key, Delete Selected Users
then click the last Add Selected Users to All Locks
User in the range... Add Selected Users to a Lock
13 Add User to Admin Screen
19 Add a Block of Empty Slots to List
20 T

To select a range of Users, click to select the first User, press and
hold the SHIFT key, then click the last User in the range. Within the
range of Users highlighted, right-click in the highlighted area to
display the User Name list right-click menu. Click a selected action
in the menu to perform the action for the selected Users. See the
following image:

Random User Code Generation

Random User Codes may be generated for one or many Users.
(Note: To avoid User Number conflicts, it is recommended to first
assign specific User Codes to Users before selecting random User
Code generation). To generate random Codes, press and hold the
CTRL key, click the right arrow ("»") located to the left of the User
Name to select each User(s), then right-click and select “Generate
Selected New Codes”. To select a range of Users, click to select
the first User, press and hold the SHIFT key, then click the last User
in the range. Similarly, click Generate All New Codes to create new
codes for all Users.

Adding a User to a Group/Level
Click on the Set Group Assignment button to display this screen:

[ st Group Assignment For User - Bernard Willis x| |
g 1 2 3 4 5 6 ~| g .
LECK |D1S R T N In this example, for LockiD
i I I R 2 #7, double-click in a box
Group 3 3 3 3 3 3 3] 3| (1-4)to setthe Group
Group 4 4 4 4 4 4 4 | assignment for this User.
KN | |

[~ Add/Remave From Groupl [~ Add/Remove From Group3

[~ Add/Remave From Group2 [ Add/Remave From Groupd Accept | Cancel |

In the above dialog, rows represent Groups and columns represent
locks (the number above each column is the LocklD number).
Double-click in the grid to add the User to a Group in a single lock
(hold down the Ctrl key to allow single-click entry). To save time,
check the appropriate check box to add the User to the same Group
in all locks. The same procedures apply to the Set Level
Assignment button and Set Level Assignment For User screen
(note that Levels are only associated with the DL3000 and DL2800

Double-click on a LockID Grid number 1] 2| 3 4 § i’ locks).
to cycle through the colors of the 78 8 10
LockID number (from white to green to (W= L = Administrative Users pre—— —
red and back to white) thus adding, ;1 g ;2 ;2 22 The Add Administrative | e e —
disabling or removing a User as ||| 2\ o o, . o Users button displays the | i  —
needed. In this way, the LockID Grid Lock Grid Set Administrative Users *EF: Sun o SosSenty
can be used to add a User to any lock To add a selected screen. Administrative | i L...,.,E,—
in an Account. One or multiple Users Ezilr(’lg%”u?]'ﬁ;g'r'cbko)‘(’” a Users are the same for all | ffiiu Ty o
can also be added to one or more locks ' . locks within an Account. | e :
via the right-click menu in the User L ——— Enter information the SaMe | ..geemmme| Bof™ T
Name list. way as if adding a basic | = e . —

User Delete Curent Uses Aocegt

J
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Enroll ProxCards® with the AL-PRE

CONNECT DBY CABLE
TO COMPUTER SERIAL
PORT (COM 1-4)

I DB9 to DB9 Serial _]

Cable (supplied)

IBM COMPATABLE
LAPTOP OR DESKTOP PC

AL-PRE PROXCARD READER/
ENROLLER

DOUBLE-ENDED MINI BANANA
PLUG CONNECTOR

NOTE: OBSERVE TAB DIRECTION
WHEN INSERTING CABLE INTO
AL-PRE AND LOCK

PDL3000 LOCK

Enroll ProxCards® and ProxKey® keyfobs quickly into DL-Windows, then transfer this new ProxCard® data from the computer through the

AL-PRE to the lock. For PDL series locks only.

Setting up the AL-PRE Proximity Enroller

Connect the AL-PRE, lock and computer as shown in the figure

below:
AL-PRE -- Rear Panel Use (1) 9 Volt Alkaline
Battery (Duracell MN1604 or
equivalent) or the 9V DC
TO LOCK TO COMPUTER Transformer described below.
Ty | —m-—
A A\
1 L
NOTE: I
OBSERVE
TAB DIREC-
TION WHEN
INSERTING
CABLE INTO
AL-PRE AND
Lock
+1 T
DB9 to DB9 Serial Cabl Optional: 9V DC Transformer:
Dous;fﬂ%“ggﬁ#glg!r%a"""" 015“PP“e9rdI? e Input: 120V AC, 60Hz, 8W
Output: 9V DC, 333mA min.
b J 00
To lock To computer
1. Plug one end of the DB9 to DB9 Serial Cable into the rear of

2.

the AL-PRE and plug the other end into the selected serial
COM port in the back of your computer.

Insert a 9 Volt battery into the back of the AL-PRE, or plug a
9V DC transformer plug into the side of the AL-PRE.

Add ProxCards® and ProxKey® Keyfobs with the AL-PRE

1.

Open DL-Windows, press Open, select the Account and
double-click the lock you wish to update with Prox informa-
tion. The Lock Data screen appears.

Press the Global button (shown at right) and the 9
Global Users screen opens. Highlight the User by Global

pressing the Global ID column of the User you wish
to associate with the ProxCard® or ProxKey® keyfob.

A Global Users Account Name: Edmundville Hospital

10 |User Mame | First Name: |Dave
1 |Dave Philips Lastliame: [Bock
2 |Rachel'wad
3 [Bemadwills Address:
4 Scott Forester City: l—
6 |Richard Smith State  Zip Social Security
David E. Johnston
N\ ) I
3\ Telphone humper: [
10
X Comments  Pin No
Ll Click hereto || —~
(—{ hlgh“ght the  E— —Prox Card Data
| User. | L Prox Card
17 =
18 Set Group Assignment | Faclity ~ Card Code
123 Set Level Assignment
21 Show Pins L
2
. Add Adminstralive Users | jdd Cards | Remove Card |
gg Search
s Name: j ITyue Search Text Here Delete User
j§7 5| Eﬁ ) Reset Name Search | Close |

On the AL-PRE, press the red Push On button.

Note: If the AL-PRE is inactive (no ProxCards® are being
read) for 5 minutes, the AL-PRE will turn off automatically.
Press the Push On button on the top of the AL-PRE to
“wake up” the AL-PRE.

Prox Card Enrolling

Card Type: [MAF38b =l
Generic Mame: I j
Bit Length: |g_ Offset  Length
Card No: | Jo Jo
Facilty: | Jo Jo
lzsue: |n |D |n
Left Paiity: | F o Jo
Riight Parity: | F o Jo
@
I~ Sequential &dd
Cancel | Bl ate

In the Global Users screen, click the Add Cards button.
The ProxCard Enrolling dialog opens. The AL-PRE is now
ready to accept Prox entries.

In the ProxCard Enrolling dialog (right), check Enable AL-
PRE.

(continued) )

17



A Global Users Account Name: Edmundville Hospital
Fin = | First Mame: [Richardl
45654 Last Mame: [Smith

Fiachel Ward 1231
Artress: I

Bemard willis Ta9E7
oy [

Scoft Forester 48635
State  Zip Soclal Security

Dave Block 45465
| —

\ Telephane Number:
\ Commerts  PinNo

Prox information added
\j | Prox cardData———————————— ]
Prox Card
| -2 CNT36bit

for Richard Smith
Card Code

38276

—

Add Cards | Remave Card |

Delete Liser

Reset Name Search | close |

User Name
Diave Philips

et Group Assigrment | Facilty

1
Set Level Assignment
Hide Pins Card ID:

Add Administrative Users |

Search
Mame
=

x| [Ty Smarch Tt Here

@ @

6. Select the Prox card type from the “Card Type” drop down
box.
Card Type Dropdown Box:
There are a few pre-existing Card Types. If your Card Type
is not listed or is unknown, select the “Unknown” type. Se-
lecting "Unknown" will allow you to enter your card into the
system and then assign a badge number (for tracking pur-
poses only) in the Global Users screen. Note that this fea-
ture is only supported when the AL-PRE is connected to the
computer.

7. Place a ProxCard® or ProxKey® keyfob in front of the area
of the AL-PRE labeled "Badge Target" until you hear two
quick beeps. The ProxCard Enrolling dialog closes and
the ProxCard® Data fields in the Global Users screen
become populated, indicating the Prox device has been
enrolled for that User (see below image).

Notice that in the Global Users screen, those Users listed
in the User Name and Pin No. columns with Prox infor-
mation are tinted yellow.

DL-Windows

& Duplicate card found in user location 12

Note: |If a previously enrolled ProxCard® or ProxKey®
keyfob is presented a second time for enroliment, a popup
warning appears similar to the image shown above.

DL-Windows

Thig will remove all Prox information for thiz user from all Locks!
Do pou want ko continue

In the Global Users screen, highlight the Global ID of the User
you wish to edit, press Remove Card to remove ProxCard® or
ProxKey® keyfob data.

Note: All proximity information for the selected User will be re-
moved from all locks in the Account. When the warning dialog
appears, press Yes to delete the proximity information.

Add Prox Information--Without the AL-PRE

NOTE: You will need to know the Card Format, Badge
Number and Facility Code.

In the Global Users screen, in the ProxCard Data area, press the
Add Cards button. The ProxCard Enrolling dialog opens (below).
To manually add proximity information, first uncheck Enable AL-
PRE. The Card No. and Facility fields become active, as shown
in the following image:

Prox Card Enrolling

Card Type: [NAP36bE =l
Generic Name: lﬁ
Bit Lenath: |g_ Offset  Length
Card MNo: I— In— ln—
Facility: I— Ig— lg—
e T
Left Parity: Iﬁ IU— ID—
Right Parity: Iﬁ IU— lU—

[~ Enable 4L-PRE
[~ Sequential &dd

Buudcanj[]a[a

Cancel

If you choose to add the Proximity data manually, you will
need to know the card format, badge number and Facility
Code. DO NOT GUESS AT THE CARD TYPE! The card
number and Facility Code you enter will be the numbers dis-
played and used by the system. Data entered and accepted
by the system does not mean that the data is verified as cor-
rect. To verify you have selected the correct card type, per-
form the following verification procedure:

Prox Card Verification Procedure:
NOTE: You will need an AL-PRE in order to complete
the verification process.

Manually enter the card information for your selected card
type, then click Build Card. The Prox Card Enrolling dialog
closes and the Global Users screen opens with your Prox-
imity card information populated. Using the AL-PRE, per-
form a search with your newly enrolled card. In the Search
pull-down box select “Prox Card (AL-PRE Needed)” and
present the card to the AL-PRE enroller. If your card is
found, then the entered data is correct. This process may
be performed for all Proximity card types and serves as a
means of verifying your entered data.

Sequential Add

When adding Proximity information with known Card Numbers
in a sequence, select the Sequential Add check box. Se-
quential Add is supported when using the AL-PRE or when
entering the data manually.

In the Number of Cards dialog, enter the number of cards you
will to add sequentially, and click OK. The cards will be added
starting with the first User selected when the ProxCard Enroll-

(continued)

J
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ing dialog was first opened. The first card added will display the
Card Type, Card Number and Facility specified, and each
subsequent card will contain the same data except the Card
Number will be incremented by 1.

Humber of Cards
Hew mary Cards?
Cancel |
@

Notice that in the Global Users screen, those Users listed in
the User Name and Pin No. columns with Prox information are
tinted yellow.

User Defined Type:

When Trying to create a Prox Card type manually by selecting
User Defined. You will need the HID form like the one shown
below. With out this you will not be able to complete this entry
and possibly corrupt your data. If you have this data available —
Please contact AlarmLock Tech support and they will instruct
you on how to complete this data entry.

User Defined ProxCard® Example

2/3/4/5/6/7 8/9]10[11]112]13/14/11516/1718192021 2223242526

27

28

29

30

31

32

33

34

35

36

37

XIXIX[X X X X[ XXX X|X

XX XX XXX X[X[X]|X|X|P
F/IF FF/FFFFDDDDDDDDDDDDDDD|D
0/oo0/0/0/0O/O/1/0/0|O0|O/O0O/O0O/1/1 0|O0/O0|0O|1 /0|10
0 2 0 6 1 5

19



Creating Schedules and TimeZones

Schedules are customized by the use of two screens. The first is the
Schedule -Timezone screen. Click the Sched button or click
Window, Schedules to open.

Sched
N
- Time Z
Select TimeZone | Time Zone 1 |~ Add | Delete | Pint TimeZones |
Time Zone 1_03:52:07 AM I
[ [oay Start Stop WMorith Dap of Month [Enable |
Sun 08:00 AM 0500 PM &l 2l v
hon 06:00 AM 05:00 P Al Al v
Tues 08:00 AM 05:00 PM &l &l v
wied 06:00 AM 05:00 PM Al Al v
Thurs 08:00 AM 05.00 P &l &l v
Fii 06:00 AM 05:00 PM Al Al v
Sat 08:00 AM 05:00 P &l &l v
Al 06:00 AM 05:00 PM Al Al

Cleat Enty Clear &l Piint Schedules

(Sl oS ched Vigin™

Schedule Entry |
Useror Time
Group ID Zone |1

Desaription Event

2|2 0| o] ~| | en| = | |

Use the Schedule-Timezone screen to create schedules. Just as
each schedule consists of two main parts: the action the lock will
perform (an event) and a time the event will occur (a TimeZone), the
Schedule -Timezone screen contains two main sections:

o A TimeZone section (top) - Allows the creation of TimeZones, i.e.
the time(s) the events in the schedule will take place

o A Schedule Entry section (bottom) - Allows the selection of events
the lock will perform and links events to TimeZones.

The second screen is the Schedule View screen. Click the SchV
button or click Window, Schedule View to open.

Schy
[ 5 chedule View PDL3000 (Huntington Actuarial Services-Lab Services Dept) Edit Mode Off [ EY
S chedule View |
Event |Dapct Dayol Useror [«
Number [Menth [Moh [week Time Event Group _|
T C ] DB00AM | UnLock
2 L] D500PM_|Lock
3
4
5
3
7
8
Clear Enty e Rl Biint

The Schedule View screen separates the TimeZone(s) for each
schedule, clearly displaying ALL parts of the schedule. The Schedule
View screen also displays the schedule as it is executed by the lock
programming.  Although the previously described Schedule -
Timezone screen may display only limited TimeZone information, the
complete schedule may in fact consist of multiple events depending on
how the TimeZone was created. Therefore the Schedule View screen

is very useful in that it presents the "complete picture", displaying all
parts of the schedule, for each schedule you have to work with.

Working with Schedules

Note: Schedules are local to the lock and not shared, while
TimeZones are global and will appear in all lock configurations within
an Account.

When selecting the events and TimeZones for your schedules, you
may need to specify the User or Group ID in order to complete the
event. The Description field is used to display descriptive text for
identification purposes only. The Event Number records and monitors
ALL events stored or sent to the lock.

Schedules can be single-ended or double-ended: single-ended
schedules have a start time only; double-ended schedules have both a
start and stop time. Most schedules are double-ended.

An example of a single-ended schedule is a single "Lock" event with the
TimeZone 1 start time set to 5:00 PM only. This schedule will cause the
device to lock every day at 5:00 PM. An example of a double-ended
schedule is an "Unlock" event with the TimeZone 1 start time set to 8:00
AM and the stop time set to 5:00 PM. This schedule will cause the
device to unlock every day at 8:00 AM and lock at 5:00 PM.

Event Types

Unlock — Device unlocks at programmed time.

Lock — Device locks at programmed time.

Disable Group — All Users within specified Group become disabled at
the programmed time.

Enable Group - All Users within specified Group become enabled at
the programmed time.

Disable User —Specified User is disabled at programmed time.

Enable Group - Specified User is enabled at programmed time.

Passage Mode by Group 1- Open Window — Places device into

Passage Mode (unlocked state) when a member of Group 1
enters their User Code. The Start Time opens the timeframe
where the Group 1 member can enter their code, the Stop Time
ends the timeframe (closes the window).
Note: If a Group 1 member has placed the device into Passage
Mode, the device will not exit Passage Mode automatically. Be
sure to lock manually or schedule a single-ended Lock event to
coincide with the End Time.

Relay Activation by Group 1 — Open Window — Sets a timeframe
where if a Group 1 member enters their User Code, a relay
activation is sent. An example application of the relay is to disarm
an alarm control panel.

Enable Group 4 by Group 1- Open Window — Sets a timeframe

where if a Group 1 member enters their User Code, all members
of Group 4 will become enabled.
Note: Group 4 will remain enabled if a Group 1 member has
entered within the specified time. Be sure to disable Group 4
manually, or schedule a single-ended Disable Group event to
coincide with the End Time.

Switching to Schedule View

The Schedule View screen can be used to verify the full details of
each schedule, allowing you to review the arrangement of the start and
stop times for each event. The Schedule View screen is also intended
to be used to view existing schedules received from installed locks.
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Send/Receive Information to/from the Lock

LockID

There are two methods for sending data to (or receiving data

from) a lock. One method is Direct PC communication to the
lock and the other method is to use the AL-DTM-IIl (Data
Transfer Module).

When using a PC for communication, several options may be
used for sending and receiving data. The data transmission
may be segmented into User information, Schedules, Features
Group Status and Time/ Date or All segments may be sent at
one time. It is recommended that all data be sent at one time
as this is also how the AL-DTM-III functions.

When using the AL-DTM-III, one of three options may be
selected: "Send Program to Lock", "Receive Program From
Lock" and "Receive Log".

The following page includes instructions for the PC
communication method. Please refer to the AL-DTM Il section
(see page 25) for AL-DTM-IIl communication instructions.

First time use of DL3000 / DL2800 locks

The Master Code MUST be changed at the keypad for all
DL3000 / DL2800 locks before any other programming can
begin. Once the Master Code has been changed, Users may
be added to the lock and the PC-download function (Function
58) may be accessed. The DL3000 / DL2800 locks do not
support a PC-Download User Code (User Code 298 in all other
lock models).

Please note that the above only applies to the DL3000 /
DL2800 locks. All other lock models support the special
function User Code 298 and do not require the Master Code be
changed to access Program Mode (to access Program Mode,
please refer to the appropriate lock programming manual).

IT IS RECOMMENDED THAT THE DEFAULT MASTER CODE
BE CHANGED ON ALL LOCKS TO MAINTAIN SECURITY!

Special Function Communication User Codes

User 298

Entering the User 298 User Code eliminates the necessity of
entering a Master or Manager Code, entering Program Mode,
and inputting Function 58. Simply enter User 298’s User Code
to initiate PC communications with the lock. It is an option with
all the locks except the DL2800, DL3000 and the PL series
models.

User 299

Enter the User 299 User Code to initiate communication
between the AL-DTM-IIl and the lock. The User 299 code is
used only for the AL-DTM-III and will not allow passage at the
lock. This User does not require programming knowledge of
the locks or of DL-Windows; the User simply connects the AL-
DTM-III to the lock and enters the User 299 User Code at the
keypad.

Consult the specific lock programming manual to program User
Codes 298 and 299.

The “LockID” is a method of ensuring that the correct data is
communicated with the intended lock. Once the LocklID is set,
an error message appears if information is accidentally sent or
received by the wrong lock.

Beginning with DL-Windows version 3.5.x software, what was
previously named the "Door Number" is now referenced as the
"LockID". This name change was made to accommodate a
Door Number greater than 96. As a result, utilizing Function 59
at the lock keypad is no longer supported by DL-Windows
(version 3.5.x or greater) and the new version of the software
must now be used to assign or change the LockID. With this
new system, a LocklD number of 1 through 2000 is used.

When using a PC to communicate directly with the lock, the
LockID is sent to the lock when Send “All” data or Send
“Features” is selected. When “Send Program To Lock” is
selected as the AL-DTM-III function, the LockID will be sent.
(See following sections for explanations on these send
options).
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Sending Data directly to the Lock from the PC

Connect the AL-PCI2 cable's DB-9 connector to a Serial Port at x|
the rear of your PC (if your computer does not have an available W i Updiate LockiD
Serial Port, a USB adapter is available — refer to Product Com- I Us=rs I Uielesis
munication Examples section in this manual). Connect the I Gchedule e On Loskid
other end of the AL-PCI2 cable to the lock, observing tab direc- L Fee
| . . ™| EventLog
tion (tab to black socket). The comm port setup is covered in I Updete Group Stats
the rear of this manual. I Tine/Dae
todel Type: POIL3500
1. In DL-Windows, click the Comm button on the DL-Windows Fiimuare Version: 41
toolbar and select Send to Lock. oek e
[ ]

Ble oOptions Tools Window Help

Communicating ‘ il

6. After the selected data transfer is complete, verify that the
message "Send To Lock Successful" is displayed in the
status window of the Send to Lock dialog box.

2. The Send to Lock dialog box appears: ]
v i Update LockiD
[Bsenatoron ] e I Uptate Lok
Schedule
[ Al Updats LockiD . Help On Lockld
I Wsere I~ | Update LockiD: e
[~ Schedule ™| Event Log
I Faetures Help On Lackld ™| Update Group Status
[ Eventlog ™| Time/Diate
= Updzte Group Stetus Muodel Type: PDLI500
[~ Tirne/Date Firrnware Yersion: 41
Lock Id: 1
kodel Type
Firmware Yersion
LockID: Stat Close |
p— Send To Lock Successful | 1021
| \ Deselecting All allows you to send any combination of avail-

able data, i.e. only User Codes and Schedules, Features,

3. Start the communication at the lock keypad by either press- Update Group Status, Time and Date or in any combination.
ing the special function User 298 User Code at the keypad
or by entering Program Mode and accessing Function 58, x|
then click the Start button in DL-Windows. A Update LackiD
"Verifying Lock Type" appears in the status window located ¥ sers I~ Ut LockiD
at the lower left corner of the Send to Lock dialog box (see ,';::;‘j:': Help D Lackld
image below). I EventLog
¥ Update Group Status
] ¥ TineiDate

I A” Update LockiD E:;L:T:?fimim

[ ezre ™ Update LockiD Lock 1D :

[ Schedule

Dl Eeruses Help On Lockld

WEr Start Close |

[ WUhdlate Group Statis | |

[ Time/Deate

Model Type

Firmware Yersion
Lock 1D

All - Sends the complete program to the lock.
e Users - Sends all User Information including User Enable/

5 - Disable status, User Codes, Group Assignments, and
L [ aa | Level Assignments (DL2800/ DL3000 only)

e Schedule - Sends all schedules (see Schedule section for
more details)

‘\/erﬂymg Lock Type ‘

4. The Model Type, Lock Firmware Version and LockID # will e Features - Sends all features chosen in the Features
display on the screen. Verify that this information is correct. screen (see Features section for more details)
5. If “Communicating” is not displayed after Step 3 (as shown in ¢ Update Group Status - Updates the Enabled/ Disabled
the image below), then communications have failed. Check status of Groups
the following: ¢ Time/ Date - Sends the PCs current time and date.
a. COM Port Selection
b. Cable Connections Receiving data from the lock is equally as simple, as described

in the following section.
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Receiving Data from the Lock

Receiving data from the lock is handled in a similar way as
sending data to the lock. You can selectively decide what you
want to receive from the lock (i.e. User Data, Schedules,
Features or the Event Log). Use "Receive from Lock" to review
changes to Users made at the lock.

As with the Send to Lock function, the Receive from Lock
function is selected by clicking the Comm button on the DL-
Windows toolbar, and then clicking Receive from Lock. The
following dialog box appears:

E Heceive from Lock E

v Al Update LockIDr
=} Users [~ Update LockiD

7| Eckedile

I= | Eeatures Ml
= Event Log

7| Wpdate Graup Status

I= | Tiime/ate

Model Type:
Firrnweare Version:
Lock D

Skhart |
| |

Uncheck All if you wish to select individual segments of the
lock to be received.

Receive User Information

If any of the Users entered at the lock keypad were found to
duplicate existing User Codes in DL-Windows, the following
screen will appear detailing those User(s) affected:

ENew User Information )

]
Duplicate of existing code for Global User @ 1964 - Mapco Employee 19731973 User ﬂ

Mot Added,

Duplicate of existing code For Global User @ 1965 - Mapeoo Employes 19741974 User
Mot Added,

Duplicate of existing code for Global User @ 19668 - Mapco Employes 19751975 Uzer
Mot Added,

Duplicate of existing code For Global User ¢ 1967 - Mapco Employee 19761976 User
Mot Added,

Duplicate of existing code for Global User @ 1968 - Mapco Employee 19771977 User
Mot Added, -

This is a list of the New Users Found in the Lock,
but had a conflict when adding the new user to the databse.

DL-Windows will not allow duplicate User Codes. Changes to
these duplicate codes should first be made in DL-Windows and
then sent to the lock.

Lock Differences

The appearance of the Lock Differences screen indicates that
disparities were found between the information stored in DL-
Windows and the information found in the lock.

Two types of events can occur to cause the Lock Differences
screen to appear. The first is if new Users are added to the
lock. The second is if changes to Users that exist in DL-
Windows are made at the lock. When a "Receive All" or
"Receive Users" is performed, DL-Windows will recognize
these "differences" and display them in the following screen:

P Lock Differences: LockID-1 Lock Name - PDL3500 =10 =]

Prink: List

User Mo User Status_ [State | Prox Card |PCCode  [Lock Code|Group 1 [Group2 [Gioup 3 [Group =]
22| Added Ha Card 462899 Added |
23| Added Ha Card 406861 Added
24| Added Ha Card 93024 Added
25| Added Ha Card 360091 Added
26| Added Ha Card 539399 Added

27| Added Ha Card 614523 Added _JL‘

*

KT

For help using this screen, Please click an the 'More Info’ button.

hore Info

The differences can be User State (enabled / disabled), Prox
Card information, User Code, Group Status and Level Status
(DL2800/ DL3000 only). The screen tells you that there are
differences, and you must make the changes in DL-Windows if
you want them to be permanent. The columns in the Lock
Differences screen are defined as follows:

User Status — The User Status column displays either

Modified or Added.
Modified - Indicates that certain User data already exists in
DL-Windows, and this User data was changed at the lock.
Because DL-Windows will not automatically receive and
accept User changes made at the lock, if you wish to retain
the data displayed in the Lock Differences screen you
must manually enter this data into DL-Windows.

Added - Indicates that DL-Windows has updated its
software to include this User data (for "non-Admin" Users
only). This User data did not previously exist in DL-
Windows and no conflicts existed with any other User data
in DL-Windows. Note: All additions or changes made to
Admin Users at the lock keypad will display as "Modified",
and will NOT be added to DL-Windows. Changes made to
Admin Users MUST always be made in DL-Windows.

State - Indicates the existence of conflicting information
regarding the Enabled/ Disabled status of the User.

Prox Card (on "P" series lock models only) — Displays
proximity card information.

PC Code - Displays the User Code in DL-Windows and
indicates the conflict with the Lock Code (the Lock Code is
the User Code added at the lock).

Lock Code — Displays the User Code added at the lock.

Group 1 to 4 — Displays the Group assignment(s) of the User
at the lock compared with DL-Windows. Added indicates that
the User was added to the specified Group at the lock.
Removed indicates that the User was assigned to the Group in
DL-Windows, but was removed from the Group at the lock.

Level 1 to 4 (DL2800/ DL3000 only) — Displays Programming
Levels for the User at the lock compared with DL-Windows.
Added indicates that the User was added to the specified
Programming Level at the lock. Removed indicates that the
User was assigned to the Programming Level in DL-Windows,
but was removed from that Programming Level at the lock (see
lock programming manual for User Level definitions).

Receive Schedules

All schedule information received from the lock will be
displayed in the Schedule View screen, and any pre-existing
schedules in the Schedule View screen will be overwritten.
See the Creating Schedules and TimeZones section for
more information.
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Receive Event Log

When receiving the Event Log from the lock into DL-Windows,
the log can be viewed in the Event Log Viewer screen.

Note: By default only the last 50 events are received from the
lock. To receive more events, select the number of events in
the Max. Event Log Length pull-down list (as shown in the
image below). When using a PC, the complete log (up to a
maximum of 40,000 events) can be received.

EET
“igwing 3305 total event log records. Ewent Log Yiewer
Ewvent Log Viewer ‘
Date Time: ﬁzﬁl Narme Event i’
| ]11/20006 [171:36:00 Performed by Schedule  |Locked by Schedule
| [11/20/08 |11:35:51 Performed by Schedule | Unlocked by Schedule
| |11/20/06 [11:35:41 Performed by Schedule | Locked by Schedule
| |11/20/06 [11:35:31 Performed by Schedule  |Unlocked by Schedule
|__[11/20/08 |11:35:22 Performed by Schedule | Locked by Schedule
|__|11/20/06 |11:38:13 298 |PC Download Quick PC Access
| |11/20/06 173512 298 |PC Download Features Updated by PC
| [11/20/08 |11:11:54 Performed at Lock. Progiam 58 Send/Receive PC Data
| |11/20/06 [11:10:35 Performed at Lock. Program 57 Dump Clock and Yersion to Printer
| |11/20/06 [11:10:04 Performed by Schedule | Unlocked by Schedule
| |11/20/06 |17:09:52 1 Master Code Entry
| [11/20/08 |17:08:33 2598 |PCDownload Quick PC Access
|__|11/20/06 |11:05:00 Performed by Schedule | Locked by Schedule
| |11/20/06 |17:00:00 Performed by Schedule  |Unlocked by Schedule
|__[11/20/08 |17:00:00 Group 4 Dizabled by Schedule
1120406 111:00:00 Performed bu Schedule | Groun 4 Activation Window disabled by SchedulilLI
4 »
Ewent Log Length
Default Yisw Export Log | Clear Log | 'ﬁ FBrint Cloge |
a
[ " ’ e

Receive Update Group Status

When Update Group Status is selected in the Receive From
Lock dialog box, the Enabled/ Disabled status of the Groups is
obtained and can be viewed in the Lock Data screen. A
checkbox will appear for Groups 1 to 4, and all Groups checked
are Enabled.

[FALock Data PDL30GD (PDL300OKL-PDL30GD 1) Account Versians RT=ET
Lock ID Usedin DTM Screen: 1
Lock Data |
Name e | cadD | Faciy| Cord Type | Card Code |GP1|6P2|6R3|are | Frebte ﬂ
Supervisor 1 7 324137 v
Supervisor 2 8 B4E475 v
Supervisor 3 9 FETEr v
Print Only 1 10 |501930 v
Print Only 2 11 410563 "4
Mapco Employes 12 (12 | 245373 1 HID 26kt 5104 v
Mapco Employes 13 (13 162513 1 HID 26kt 5105 v
MNapco Employes 14 (14 942251 1 HID2Ehit 5106 v
MNapco Employes 15 (15 | 337460 1 HID2Ehit 5107 v
MNapco Employee 16 (16 | 840248 1 HID2Ehit 5108 v
Mapco Employee 17 (17 |BE2710 1 HID 2Ebit 5103 4
Mapco Employee 18 (18 929743 1 HID 2Ebit 5110 4
Mapco Employee 19 (19 |0BE327 1 HID 2Ebit 5111 4
Mapco Employes 20 |20 735205 1 HID 26kt 5112 v
Mapco Employes 21 (21 728563 1 HID 26kt 5113 v
MNapco Employee 22 (22 1482839 v ;I
Type User Hame to Search For. To Reset: Clear The Entiy. Use the 7 Key to Remove Blank Lines.
I
Send/Receive GroupEnable:  1[W 2w 3l 4V Print
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Configure the AL-DTM

The AL-DTM may be configured for Foreign Language support
and the Door Select feature (see below). Warning: Entering the
following Configuration Mode will clear all data (lock information)
from memory.

1.

Place AL-DTM into PC COMM

MODE. If not already in PC FL COMH HODE

COMM MODE, press green

button to enter this mode.

Press and HOLD both the left and green buttons on the AL-
DTM. After several messages appear, release the buttons
when the display reads:

Entering (Release buttons
Confia<Test Mode when displayed)

When the display reads "COMFIG. LAMGUASE", the AL-DTM
has entered Configuration Mode.

COMFIG. LAMGUAGE

Note: Pressing the green button allows you to step through
each configuration option in turn; after the last option, the list
repeats ("COMFIG. LAMSUAGE" re-appears).

If you wish to configure the first option, Language, press and
hold the green button (otherwise press and release the green
button to skip to the next option shown in step 4).

LAHEUAGE = EHELISH
SBACK  HEWT:  EXIT

Set the language (as shown above) with the left and middle
black buttons, then press the green button to select the
language AND exit this option.

The next option appears: COWNFIG. FOR DTM-III MODE. For
DL-Windows 3.5x and above, this mode MUST be set to "0OH".
Therefore, enter this option by pressing and holding the green
button. The following screen appears:

OTHM-IIT MODE= OH
] OFF EXIT

@
® 0 O

As shown above, the default setting is "ON". Press the green
button to both select DTM-IIl mode and exit this option.

The next option appears: COWMFIG. DOOR SELECT MODE.
Enter this option by pressing and holding the green button.
The following screen appears:

DOOR SELECT = O
OH OFF ESIT

As shown above, the default setting of "OW" should be
retained if LocklD numbers have not yet been programmed
and you wish to use the AL-DTM to assign a LocklD number
to existing locks, or if LocklD numbers are to be changed.
Otherwise set Door Select Mode to "OFF". Press the green
button to select and exit this option.

Additional configuration and diagnostic options display in turn

on each press of the green button; when SLEEP THEH POWER
DOWM  appears, press and hold the green button to exit
Configuration Mode. Note: UMCOMDITIOWAL FLASH ERASE
erases all lock information and configured settings in the AL-
DTM. To reset the AL-DTM fto its factory default settings,
remove the battery, press and hold the green button for 10
seconds, then replace the battery.

CLOCE TEST.

LCO DIs. TEST.

O« O« O«

LOW BAT. TEST.

FLAZH MEM. TEST.

SLEEF THEH

FOWER DO Hold Down

to Shutdown
AL-DTM

® 6 6 o 0 °
® 6 6 o o
« O¢

O« O

EXIT TO STRHDEY

UMCOMD T IOMAL . ‘
FLASH ERASE

7. The unit may now be powered up with the new feature(s)
enabled.

Operation Mode

Once AL-DTM is configured, it is ready for use. If Door Select
Mode was set to "OH" (in step 5 above), then the AL-DTM will
power up in "OPERATIONM MODE", which offers two choices: SELECT
and 5TO:

SELECT - If Select Mode is chosen (by pressing left button), you
can choose between three modes: PC Comm Mode, Lock
Mode, and Door Select Mode:

e PC Comm Mode is used to transfer programming between
the PC and the AL-DTM.

e [ock Mode is used to transfer information between the AL-
DTM and the Locks. The AL-DTM will automatically
identify the LockID to which it is communicating.

e Door Select Mode is used to transfer program and assign
LocklD numbers from DL-Windows.

STD ("standard") — Standard Mode will automatically put AL-DTM
in PC COMM MODE when communicating with DL-Windows
and will put the AL-DTM in LOCK MODE when performing
communications with the locks. Standard Mode should be
used for all subsequent communication after LockID has been
assigned.

Note: The AL-DTM will only allow the selection of a LockID for
which it has valid data currently programmed. Care must be taken
to that ensure the correct data is being transferred to the correct
lock.
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Send Data from DL-Windows to the AL-DTM

Introduction

When computers cannot be transported or when electrical power is
not available, the hand-held AL-DTM device acts as a go-between--
it allows the transfer of lock data from the computer (through the AL-
DTM) and to the lock, or in reverse (from the lock through the AL-
DTM back to the computer). An AL-PCI2 cable is required when
transferring from your PC to the AL-DTM. A double-ended mini
banana plug connector is used when transferring data from the AL-
DTM to the lock(s).

Prior to DL-Windows v3.5, Door Numbers were used to ensure
that each physical lock was correctly matched to its corresponding
data when programmed. With DL-Windows v3.5 or later, the
concept of a Door Number has been discontinued in favor of a new
system of LockID's. When communications take place between DL-
Windows and the lock(s), the LockID's must match in order for the
data transfer to take place. If they do not match, communications
will halt!

DL-Windows must be used to assign LockID's and this can be
performed in two ways, either:

e communicating directly with either "Send All' or "Send
Features", thus updating the locks with the new "LockID"
system

--0r--

e with the AL-DTM, "Send Program to Lock" in the AL-DTM's
Door Select Mode (see Configure the AL-DTM on page 25).

Door Select Mode should only be used when it is necessary to
assign a LocklD (usually first time programming of lock only).
Thereafter, ANY AL-DTM communications should be performed in
the "Lock Mode" of the AL-DTM. This will ensure that the
information is being communicated correctly between DL-Windows
and the Lock(s).

The AL-DTM displays the word "Door" and not "LockID" when
referring to door numbers (in the AL- DTM, both words are
equivalent).

Be sure to make note of the EXISTING User 299 User Code. You
will need this code(s) later when transferring data from the AL-DTM
to the lock(s). (See page 8 for a definition of User 299)

Send Program to Lock

1. Plug the AL-PCI2 cable into the correct COM port in your PC
and plug the 2-pin banana plug connector into the AL-DTM,
observing correct tab direction.

2. Open an Account in DL-Windows, and double-click on any lock
inside the selected Account. For each physical lock to be
programmed there must also be a corresponding lock in DL-
Windows.

3. Click the DTM button and the DTM Support screen opens. In
this screen, desired tasks must first be pre-programmed in the
DTM Function column. Therefore, for each lock that is to
receive program data, click in the DTM Function column for the
selected lock, click this arrow and the pull-down menu will
display. Select the "Send Program to Lock" function.

B 071 3 suppart{Edmundville Hospital) al0] x]

DTM Configuration: [0 T4 Coring 1 =]  Ad4DTMConp | ClewDTM Contip | Delete DTM Contg|

Change All 1o Taceive Log"
Charge Al 10 “Sevd Progeam 1o Leck”
Change A 1o Tieseive Progrom bom Lodk™

Change: Sclected o Teceive Log”

Change Selected 1o “Senvd Program o Lock”
Change Selected 1o Receive Frogram from Lodk™
Change Mghighted to Receive Log™

Change Highighted to “Send Program to Lodk™
Changs Hghightied ts Tracene Program from Lack”

DTM Oplorn
Program DTM fo Sebscted Locks
= ¥ Sethack Clock Basbte 57600 = _ea |
Foexcesren Drata Faoem thes DTM doe Dot Aetention Tme [Fore: =] Dose
Selected Locks | a Q

I IIF

DTM Function - Right-click within in the DTM Function column.

To send program to ALL locks available, right-click in the DTM
Function column and click Change All to "Send Program to
Lock™.

| Config 1
DT Function Si

[ -

|| Clickhere [ :

The AL-DTM also gives you the option of setting the date and
time of the lock (using the PC time). In the DTM Options box
at the bottom of the screen, the "Set Lock Clock" is selected
by default.

. Transfer the Data Configuration to the AL-DTM. With the

AL-PCI2 cable correctly connected to the AL-DTM, click
Program DTM for Selected Locks (in the DTM 3 Support
screen). The following window will display:

Please Press DTM Green Button
ta Erter PC COMM mace!

Press the green button on the AL-DTM to enter 'PC COMM
MODE'. During data transfer to the AL-DTM, the following will
display in the AL-DTM readout screen:

FC COMMUMICATION
IN PROGRESES.

Following a successful data transfer to the AL-DTM, the AL-
DTM will emit several beeps (beeps are dependent on
configuration Data) and display a "Comm. Complete."
message followed by a display of current memory block status.

Beep Beep Beep Beep

CoMM. COMPLETE,
BT 2485 B2:83PM

G99z FREE
MEMORY BELOCKS

The AL-DTM, now filled with data, is ready to transfer the data
to the selected locks. The following messages will scroll back
and forth on the AL-DTM.

OTM-III: Plua in Waiting
then enter code B4-25-86 A2
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Send Data from the AL-DTM to the Lock

Transferring Data from AL-DTM to Locks for the first time

1. Connect the AL-DTM to the Lock. Connect the double-ended
banana plug into the AL-DTM and into the lock that is to be
programmed (observing proper tab direction).

as they were set up in DL-Windows as well as ensuring the
correct data transfer for all subsequent communication
attempts.

2. The AL-DTM will display the LOCK MODE screen, press the [Iaiiuiaiaa iAol

green button to toggle through the following screens:

LOCK MODE DOOR SELECT MODE
YES MO YES MO

3. Toggle screens to display D00R SELECT MODE, then select YES
by pressing the left AL-DTM button.

4. The screen displays “Set Door TO=28831". The number "0001"
refers to the lock assigned LockID # 1 in DL-Windows. If this is
the first lock to be programmed, press the green button (SET).
(To choose a different lock, the left AL-DTM button will toggle
back through the list of locks and the middle button will toggle
forward).

5. The screen displays “Readu, Door=xxaxx” (xxxx = LockID).
Press left button (GO) and the screen will then switch between:

OTH-III: Flug in
then enter code

Waiting for lock
G4-25-06 B2ZIZAPH

6. Enter the User 299 User Code at the lock keypad. The AL-
DTM briefly displays a message that it is "Analuzing Lock -
Please Standby" and then displays the following:

Re-snter 299
Code to Continue

7. Do not press any more buttons, and the AL-DTM will display the
following:

Door BEE1, Send
FEM Packet gl

1

Packet Numbers will go up until all packets have been transferred to the
lock. PDL3000 locks will take longer due a larger number of packets
(typically 5 times longer than DL3000 or DL3500 locks.

The Lock will continue to beep while in communication with the
AL-DTM. After programming is complete, the following will
display:

LOCK™S TIME AMD
OATE UPDATED.

COMM. COMPLETE, (Current date and Time)
atsz4sB1 BZIBEPNH
B99E FREE || (Current Memory Status)
MEMORY BELOCKS

8. Program Additional Locks. Repeat Steps for each lock to be
programmed. Make sure that each Lock is being assigned the
correct LockID. This will ensure that the locks are programmed

If the lock's Master Code and the DL-Windows Master Code do
not match, then the following AL-DTM screen will display:

OOOR E
FEM FF

MASTER CODE
MISMATOH!

In this case, the solution is to either use the lock keypad to re-
program the Master Code--or--re-configure the AL-DTM (using
DL-Windows) so that both Master Codes match.

Transferring Data from AL-DTM to Locks (Changes)

After the initial programming of the locks with the AL-DTM, Door
Select Mode is no longer required. AL-DTM should now be used
in Standard Mode (Lock Mode). All changes can be
communicated to and from the locks in this mode.
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1.

Receive Event Logs with the AL-DTM

After all lock programming has been completed, the AL-DTM can
be easily re-configured to retrieve event logs.

In DTM Support screen click in the DTM Function column for
the selected lock, click the down arrow and the pull-down menu
will display. Select the "Receive Log" Function.

Multiple locks can be programmed to receive logs by right click-
ing in the DTM Function column and select "Change All to
'Receive Log."

0171 3 sepport{f dmenchvile Hosgtal) al] =
DM Corfgasion [DTH Cortis 1 =] AdDTM Corly | Cloat DTM Cory | Dckte DTM Cordig|
DM ot
Loch 0Lock | [seecea [2]
T TTos Do =
s

Charge M b Terd Program ba Lesk”
Charge 0 1 Teterve Program Fom Lok
Change Selexted 1 Toncerve Log™

Change Seleted 35 “Sand Program 13 Lock”
Change Selescted i3 Toeceive Frogram from Lock”
Crange Fighighted o Recesve Log™

Charge Highohted i “erd Pregram 1 Leck®
Change Highighied i Revrsve Prograr om Ladk”

i
E
g

H:

DM Oghers
m DTM for Seected Locks
L ¥ el Lock Cock.

Seected Locks

. Transfer the Configuration to the AL-DTM. Connect AL-DTM

to the DL-Windows PC (using the AL-PCI2 cable) then click
Program DTM for Selected Locks to transfer the new
configuration to the AL-DTM.

Program DTH for Selected Locks

The following window will display:

Pleaze Presz DT Green Buttan
to Enter PC COMM maocle!

Enter PC Comm mode. On the AL-DTM, press the green
button and the following will display on the AL-DTM:

FOOCOMMUMICATION
IH PROGRESS.

COMM. COMPLETE,
872406

Go9z FREE
MEMORY BELOCKS

Unplug the AL-DTM.
The AL-DTM is now ready to retrieve event logs from the locks.

. Connect the configured AL-DTM to the Lock using the dou-

ble-ended banana plug cable, observing tab direction.

. Enter the User 299 User Code at the lock keypad. The AL-

DTM will briefly display a message that it is "Analyzing Lock”"
and then will display the following:

Re-Enter User 299 User Code at the lock keypad.
The AL-DTM will display the following:

Door Boal, Read
LOG Packet gEl
Lock™s time and

date, updsitsd.

Comm. Complsts,
BY<24086 B2IEEPH

Goes FREE
MEMORY ELOCKS

7. Retrieve Additional Lock Logs by repeating Steps 4 through
6 for each lock Log to be retrieved.

8. Reconnect the AL-DTM to the DL-Windows PC (using the
AL-PCI2 cable) to retrieve the Event Logs from the AL-
DTM. On the DTM Support screen, click Receive Data From
the DTM for Selected Locks to receive the Event Logs stored
in the AL-DTM.

Receive Data From the DTH far
Selected Locks

The AL-DTM status window indicates successful
communications.

9. View Logs Received From the AL-DTM. Open the Event
Log Viewer screen for each lock Log.

[H Event Log Viewer PDL3000 (Edmundville Hospital-1st Floor Sto B[] S|

“iewing 50 total event log records. Event Log Yiewer

Event Log Yiewer
User -
Ny |Wame Event =

Time
1E:23:08 293 |DTH Download NoPass

16:23.02 283 |DTM Download Progiam Sent to AL-DTM

16:23.00 293 |DTM Download Mo Pass

16:20:28 Keypad Lockout -
161718 293 |DTH Download Log Sent to aL-DTH

16:17:19 283 |DTM Download Lock time updated by DTH

16:16:46 293 |DTM Download Mo Pass

16:16:36 299 |DTM Download Program Sent to ALDTH

16:16:34 293 |DTM Download NoPass

16:16:14 283 |DTM Download Log Sent to AL-DTH

16:16:14 293 |DTM Download Lock time updated by DTM

161541 299 |DTM Download NoPass

16:15:38 293 |DTM Download Program Sent to AL-DTM

16:15:36 283 |DTM Download NoPass

16:15:00 293 |DTM Download Log Sentto AL-DTM

16:15: UUI 293 [DTM Download Lock time updated bu DTH _"Ll

Mas. Event Log Length

Deafault View Cealoes [ =] Biint Claze

Typical Event Log

Receiving Program with the AL-DTM

The AL-DTM can be programmed to receive the program from the
locks. Receiving the program can be a useful tool to monitor addi-
tions or changes made at the lock as well as import locks into a
new DL-Windows account.

The procedure for receiving the program from the lock with the AL-
DTM is similar to receiving logs. Click in the DTM Function col-
umn for the selected lock, click the down arrow and select the
"Receive Program" Function in the pull-down menu. Follow the
same procedures in the section above to program the AL-DTM
and retrieve data from the lock.

Refer to Receiving Data from the Lock on page 23 for more infor-
mation.
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"Global Users" Screen - Field and Button Definitions

One building may contain many locks. To add the same User to each lock again and again quickly becomes tedious. The solution
is the Global Users screen. The Global Users screen allows you to enter a User's name and information ONCE, then quickly and
easily add this User to any lock (up to 2000) in the Account, as well as designate the User's specific Location Number (within each

lock) and User Code (Pin Number).

Account (usually a single building) as well as their individual Programming Levels for each lock located in the Account.

Press the Global button to Acces

s the Global Users screen.

&

Global

User Name

Names appear in this column when
First Name and Last Name fields
in this screen are populated. This
field turns yellow when both a User
Code and Prox information is re-
quired. See page 18 for details.

Pin Number

Each User can have the same Pin Number
(User Code) for all locks in an Account. Itis
listed here for ease of viewing. Administra-
tors can hide this column by pressing the
Hide Pins button. This column is hidden
for all other users (non-Administrators).

("Global") ID
A Global ID is Account specific—-it

When hidden, this column is hidden in this
screen and also in the Lock Data screen.

Personal
Information
This basic data
helps to custom-
ize and ensure
correct identity.

|

Locks Listed by LockID

These boxes labeled 1-2000 each repre-
sent individual locks in the Account. User
status is presented in one of 4 colors:
Gray--Not assigned (no lock exists).
White--User not yet added to lock pro-

Green--User added to lock programming

Red--User exists inside lock program-

gramming.
and enabled.

ming, but is disabled.

remains constant within Accounts
only. A Global ID is not related to
User Numbers nor Programming
Levels, but acts as an internal
designation within the program
only. Note: The Global ID can be
hidden from view. See note below.

~_/

Click in this column to highlight
User and view personal and Ac-
count information. In this example,
Dave Phillips is highlighted, dis-
playing his User data in the win-
dow.

Comments
Allows text up to 256 characters.

Pin No.
Same as a User Code. Enter
changes in this field.

L\

Hide Pins
Allows PIN numbers to be hid-

ProxCard Data
Use the AL-PRE to enroll
ProxCards® and ProxKey®

keyfobs, and these fields

will automatically populate.
Press Add Card to open
the ProxCard Enrolling
dialog. See page 17 for

procedures.

Press Remove Card to
remove all Prox information
from all locks.

P Global Users Acco 2 d d ospita \/ Ao x|
P D N\ ser Mame Fin a |[First Name: IDava —Locks Listed by Lock D&~
1 ave Phillips Last Name: [Phi 1 2 3 4 Eﬂ
: | ps
2 Rachel ward 6 7 8 3 10
3 |Benard'wilis  |455EE5 ddress: 1112 13 14 18
4 Soott Farrester City: l— 16 17| 18 18 20
5 |Dave Elock : - - 21 22 23 24 25
g Elch_;rg SJmlP:h t State  Zip Social Security 26 27 28 29 2
a cE. ome | | 31 32| 33| 34| 35
9 ‘elephone Number: I ¥ 31 B 3/ 4
10 41 42 43 44 45
11 |y Commenits PW 46 47 48 49 50
12 < 51 52 53 g4 ERT
13 =l
Prox Card Data
|15 Prox Card
16 /| I
17 =
= _, SetGroup Assignment | Faciity ~ Card Code
o ;g / Set Level Assignment I I
312 | Hide Pins | Card ID: I
] Add Administrative Users Add Cards | Remove Card |
] 241 Search
gg Mame - IType Search Text Hen Delete User
4~
’2‘_\ ;I L, a / L] Reset Name Searclk\

Cos= VL\

Delete User

den for increased security.

Set Group Assignment

—

\

A\

~

Press to delete User from
all locks in the Account,

Opens a new window, allowing the
assignment of the User to a specific
Group within a lock. Also allows a
single user to be assigned to differ-
ent Groups in different locks within
an Account.

S
//

attery Ilcon
The battery icon indicates
the charge status of the
battery inside the AL-PRE.

Prox Enroll Status

This light indicates the status
of the AL-PRE after enrolling
a ProxCard®.

(Green = OK, Red = Fail)

name;

Search Utility

As User Names start to fill up,
this utility saves time.

Search by Name allows a
search by either first or last

Search by ProxCard® for
Prox Number search.
Search by Pin allows a
search by User Code (Pin).

Add Administrative Users

in each lock's programming instructions.

Allows manual assignment of Users to User Numbers, allowing Users to be assigned to specific Programming
Levels within a lock. The range of programming tasks allowed by these Programming Levels are outlined

Type name here
Enter search criteria
(either first or last
name, Prox Number
or Pin Number)
Reset Name Search
Press to start a new
search. Press this
button and you lose
the results of your
previous search.

removing all information
from the system. (not just
disabling)

Close
Press to close window.

In short, the Global Users screen allows you to control the status of all Users inside an

Set Level Assignment
Opens a new window, allowing
the assignment of the User to a

NOTE:

The Global ID is a means of determining how many Users are listed within an Account. This
"Global ID number" is used by the program only and has no relationship to where the User is lo-
cated within a particular lock. The Global ID is not a User Number, and does not determine Pro-

gramming Levels within locks.

specific Level within a lock. Also
allows a single user to be as-
signed to different Levels in differ-
ent locks within an Account.
Note: Applies to DL3000 and
DL2800 locks only.

Level Assignments are prede-
fined User Types (such as Mas-
ter, Installer, Manager, Supervi-
sor, and Print Only User). Each
possess a specific range of pro-
gramming tasks they are allowed
to perform.
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"Set Administrative Users' Screen -

eld Definitions

The Set Administrative Users screen is used assign Users to the administrative locations within the locks, determining their
Programming Levels and therefore defining the range of programming tasks a User is allowed to perform. Press the Add
Administrative Users button (on the Global Users screen) to Access the Set Administrative Users screen.

Click a row in this column to highlight
User and view personal and Account
information. In this example, the Master

User information in the window, with the
fields ready to be populated.

User Name

Names appear in this column when
First Name and Last Name fields
in this screen are populated. This
field turns yellow when both a User
Code and Prox information is re-
quired. See page 18 for details.

Code is highlighted, displaying the default

Administrative Users are special in
that they can perform programming
tasks that non-Administrative ("Basic")
Users cannot perform (such as chang-
ing or adding new User Codes, etc.).
Some of these Administrative Users are
allowed more tasks than others, and the
distinction between Users and their
allowed tasks is known as a
"Programming Level". (See the defini-
tion of "Programming Level" on page 7).

Set Group Assignment

Opens a new window, allowing the
assignment of the User to a specific
Group within a lock. Also allows a
single user to be assigned to differ-
ent Groups in different locks within
an Account.

Set Level Assignment

Opens a new window, allowing the
assignment of the User to a specific
Level within a lock. Also allows a
single user to be assigned to differ-
ent Levels in different locks within
an Account. Note: Applies to
DL3000 and DL2800 locks only.

Level Assignments are predefined
User Types (such as Master, In-
staller, Manager, Supervisor, and
Print Only User). Each possess a
specific range of programming
tasks they are allowed to perform.

P

Pin Number
Each User can have the same Pin Number
(User Code) for all locks in an Account. Itis
listed here for ease of viewing. Administra-
tors can hide this column by pressing the
Hide Pins button. This column is hidden
for all other users (non-Administrators).
When hidden, this column is hidden in this
screen and also in the Lock Data screen.

Ad =
Administrall 13 et Hame Fir V_I |-User Info
Master Code Master Code 723456 || Fisthams: IMaster
Ingtaller 1 Installer 1 Last Mame: ICode—
Installer 2 Installer 2
Manager 1 Manager 1 Address: I
Manager 2 Manager 2 City: l—
Manager 3 Manager 3
Supervisor 1 Supervisor 1 State  Zip Social Security
Supervizar 2 Supervizar 2 I_ l_
Supervizor 3 Supervisar 3
Pritit Oy 1 Friet Orly 1 Telephone Mumber. v
Frint Only 2 Print Only 2 - Bl
Enable Lizer 300 Enable User 300 Comments  PinNa [123458
PC Download PC Dowrnload E7830 / =
DTH Download DTH Download I j
One Time Service | | One Time Service
|- Prox Card Data
. Set Group Assignment | Prox Card Facility Card Code
Set Level Assignment I
Card ID | Add Cards | Remove Card |
Delete Current Lser _AQc:c:e—ptl
N

Delete User

Press to delete User from
all locks in the Account,
removing all information
from the system (not just
"disabling").

Personal
Information
This basic data
helps to custom-
ize and ensure
correct identity.

Pin No.
Same as a User Code. Enter
changes in this field.

Comments
Allows text up to 256 characters.

Press Accept to save the
information added, and
press Cancel to discard all
entered information.

ProxCard Data

Use the AL-PRE to enroll
ProxCards® and ProxKey®
keyfobs, and these fields
will automatically populate.
Press Add Cards to open
the ProxCard Enrolling
dialog. See page 17 for
procedures.

Press Remove Card to
remove all Prox information
from all locks.
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"Lock Data'" Screen - Field Definitions

The Lock Data screen is used to view User Codes, Group Associations and Program Levels inside individual locks.

4 h
v'Quick Tip:
After entering Users and assigning Users to Location
Numbers ("Slots") by using the Global Users screen (see
page 29), use the Lock Data screen (shown at right) to view
and confirm the User Location assignments made inside
each individual lock. User Locations determine
Programming Levels for each lock.

Remember, Inside each lock:
User Number = User Location = Location Number = Slot

o

/f‘

‘ Name

In this field, the First and Last Name entered in the Global Users screen is
displayed. The Name will appear on any activity reports generated, such as
in the Event Log Viewer screen. The default labels (such as "Supervisor
1") that appear in the Name column when a new lock is created are for
reference only. As Users are assigned to each User Number "slots", the
Name will appear in place of the default values shown.

‘ User No. ‘

This is the User Number inside the lock that determines the
Programming Level of each User (see "Terminology" on page 7). Note:
The PDL series locks can contain up to 2000 Users, and 300 Users for
the DL3000/DL3500.

‘ User Code ‘

Also called User Access Codes or PIN No. Codes, User Codes are
numbers the User enters into the lock keypad to unlock the lock or device.
User Codes are entered via the Global Users screen. Administrators can
hide this column by pressing the Hide Pins button. This column is hidden for
all other users (non-Administrators).

Card ID |

This field is used to physically identify a ProxCard that has been
assigned to a User. The number printed on the ProxCard (up to 9
digits) may be typed into this column. This is for reference only.

Facility |
The Facility Code is a site code on all ProxCards® and ProxKey®
keyfobs, and is usually the same for all ProxCards® (but not printed on

the card or fob). Usually, the site administrator can provide Facility
Code information.

Card Type

The Card Type specifies the format of the card being used (i.e. HID 37
bit format, etc. See pages 18-19). The Card Type is not printed on the
card or fob itself, and usually the site administrator can provide this
information.

Card Code

The Card Code is usually laser-printed on the card or fob itself. If not
printed on the card, see the site administrator for this information.

E Lock Data PDL3000 (Edmundville Hospital-Post OP Office)

Lock 1D Usedin DTM Screen: 3

=101 =]

Lock Data

Mame ey CardD | Facilty| Card Type | Card Code |GP1|GP2|GP3|GRa| Enabe

No. |Code User
Master Code 1 123456 v
Installer 1 2
Installer 2 3
Manager 1 4
Manager 2 ]
E
7
2
]

Manager 3

Supervizor 1
Supervizar 2
Supervizar 3
Print Only 1 10
Print Only 2 11
David E. Johnston 12

4567 v

Tupe User Name ta Search For. To Reset: Clear The Enty. Uze the ? Key to Remove Blank Lines.

Send/Receive

1v 23w

Group Enable :

'GP1 GP2 GP3 GP4

(User Group Association)

Each User can be associated with up to 4 Groups. Groups of Users can be
enabled or disabled simultaneously. This User/Group association is typically based
on the User’s department, or the shift to which the User is assigned. If any User
attempts to access the lock outside of the Group's scheduled hours, the lock will
deny entry.

‘ Enable ‘

Indicates the current status of the User. If the User is currently enabled,
a v will appear under the Enable column.

‘ Type User Name to Search ‘

Type in User name to be searched.
For example, enter “Bob”. All names with “Bob” in the User Name will
display.

‘ Send/Receive ‘

If clicked, the Send/Receive button will provide a shortcut to the
Receive from Lock or the Send to Lock communication dialogs.

‘ Group Enable ‘

For DL3500 and PDL Series Locks only. Users that have been
assigned a Group number can be enabled/disabled by checking or un-
checking the associated box. NOTE: Group Enable data is not
transferred by the AL-DTM.

‘ Print ‘
Click to send to your default printer all data inside all columns and rows
listed in the Lock Data screen.

‘ Close ‘

Click to close Lock Data screen.

N\
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"Event Log Viewer" Screen - Field Definitions

The Event Log Viewer screen is used to view each event (also called the "Audit Trail").

Yiewing 86 total event log records:

E Event Log Viewer PDL1300 (D5T test-PDL1300)

=11

Ewent Log Wiewer

Ewent Log Yiewer

Event —

Date Time ﬁzﬂ MName

1011406 131612 Performed at Lock,
104171406 | 131612 1 Master Code
10411406 | 131612 1 Master Code
10411406 | 12:01:02 1 taster Code
10411406 |12:00:38 1 b aster Code

10/11/06 | 12:00:06
10/11/06 | 12:00:06
10411406 | 12:00:05
0118400 | Mid-Night
0117400 | Mid-Night
011600 | kid-Might
01/15/00 | kid-Might
01/14/00 | Mid-Night
01/13400 | Mid-Night
01/12/00 | Mid-Might
0111400 [ Mid-Niaht

[TTTITTTTTTITTT

[

Frogram 58 Send/Receive PC Data
Features Updated by PC —
Mew Clock Time

0Old Clock Time

Entry

Clock TestPass
temory TestPass
Fower Up

Reserved Time Stamp
Reserved Time Stamp
Reserved Time Stamp
Reserved Time Stamp
Feserved Time Stamp
Feserved Time Stamp
Reserved Time Stamp
Reserved Time Stamo

Default View

Export Log

Max. Event Log Length

Clear Log | |1 ooo = l FErint | Cloge |

Note: In the Event Log Viewer screen, each column heading (Date, Time, etc.) can be clicked to sort its data.

‘ Date ‘

The date the event occurred (MM/DD/YY). Click the heading to sort its
contents.

Time |

The time the event occurred in 24-hour military time. Logs retrieved
from the DL3000 with the AL-DTM have an accuracy of one minute, for
all other locks accuracy is one second. Logs retrieved with a computer
have an accuracy of one second. Click the heading to sort its contents.

User No.

This is the User Number inside the lock that determines the
Programming Level of each User (see "Terminology" on page 7).

Name

Most often, this is the name that is entered in the Name field on the
Global User screen. If a name has been entered for the User that is
associated with the event, the name of the User will be displayed.

Event

This is a description of the logged event that occurred. Click the
heading to sort its contents.

Default View
Clears the Event Log Filter and displays all Event Log Events.

Export Log

Click the Export Log button and two selections appear (as shown
below): You can click either Export Log to Text File or Export Log to
CSV File.

Export Log to Text File
Export Log to C3V file

If you click Export Log to Text File, the log will be saved in the form of
a .txt (text) file, and a popup will appear detailing the name and path of
the file. Note: If the text file is viewed using Courier font typeface in
Notepad, all columns in the file will align.

If you click Export Log to CSV File, the log will be saved in the form of
a CSV (Comma Separated Value or comma delimited) file, and a popup
will appear detailing the name and path of the file. Note: This CSV file
can be viewed in MS Excel, and each column in the Log will be aligned
in Excel under its own column heading.

‘ Max. Event Log Length ‘

Enter the Maximum length of the Event Log list.

‘ Print ‘

Click to send to your default printer the displayed data inside columns
and rows listed in the Event Log Viewer screen. Only those records
displayed (specified in the Maximum Event Log Length) will be
printed.

Close

Click to close the Event Log Viewer screen.
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"Programmable Features' Screen - Opftions tab

The Programmable Features screen is used to program lock options and a variety of programmable Features.

Note: Daylight Saving Time features apply to v3.6.0 only. For version 3.5.6, see page 53.

E Programmable Features PDL3000 (DST test-PDL3000) - | Dlﬂ
i T Relay Functions T Remate T 4000 S eries
- Lock Featur
- Doaor Action:
Lock 1D 1 - Lockout # of Attempts 1-9 [5} -
Pass Time In Seconds 3 - Lockout Time In Seconds a0 -
Entry Delay In Seconds 0 -
i Group Entry Mode: — Daylight Savings Time
Group 2 Toggles Passage Mode r Dalight S aving Time (B L3000/2800) r
Groups 2 Enables and 3 Disables Paszage r Daplight Saving Time
Hode [25 - Custom Daylight Savings Ti |
One Time Entry for Group3 Users I Hstom Lasioht savings 1ime
Custom DST |
i~ Sounder/Star Ke
Star Key as Enter Kep I — Dioar Ajar
Disable Sounder m Enable Door &jsr b anitaring ]
Enable Star Key as Doorbel I Draor Ajar Trip Time In Seconds ID -
Enatle Entry Sounder, r Wse Sounder on Deorn Afarn r

The Ambush Code is how Global and can be set fram the Options screen.

The above screen is from a PDL3000 lock. Note the Daylight Saving Time area includes the 24
pre-programmed modes as well as a 25th mode to allow customization (selecting mode 25 from
the pull-down list activates the Custom DST button). This screen layout is typical for most locks.
For other locks, see the Daylight Saving Time description below.

LockID

Door Number must be between 1—2000*.

If the lock is a new lock without a designated LockID, the ID number
specified in this field will be assigned to the programmed lock. If used
with the AL-DTM Data Transfer Module, this is the LockID number the
AL-DTM will use to identify itself to the lock, insuring that the proper
data inside the AL-DTM will be matched to the correct lock.

*Varies with lock model.

‘ Pass Time In Seconds ‘

The duration in seconds that the lock will remain unlocked after a valid
code has been entered (valid entries are 3, 10 & 15 seconds).

‘ Entry Delay in Seconds ‘

Delays door entry after valid User code is entered. Note:
and PDL3000, valid entries are 0, 5, 15 & 45 seconds.

For DL3500

‘ Lockout # of Attempts 1-9 ‘

The maximum number of invalid entry attempts (with wrong User Code)
the lock will allow before it goes into lockout mode (where it will refuse
to recognize ANY User Code entry). The lock will shut down for the
period programmed in the Lockout Time in Seconds field which
follows. Valid Attempt entries are 1-9.

‘ Lockout Time in Seconds ‘

The duration of time the lock refuses to recognize ANY User Codes
after the maximum number of invalid entry attempts (with wrong User
Code) has been reached (valid entries are 1-60 seconds).

‘ Group 2 Toggles Passage Mode ‘

A Group 2 User will toggle passage mode (lock is unlocked). Caution!
The consequences of accidentally selecting this option can cause
a security breach! (Not applicable to the DL2800/DL3000).

Group 2 Enables and 3 Disables Passage Mode

A Group 2 User will put door into passage mode (lock is unlocked). A
Group 3 User will take door out of passage. Caution! The consequences
of accidentally selecting this option can cause a security breach! (Not
applicable to the DL2800/DL3000).

‘ One Time Only for Group 3 Users

If checked, allows Group 3 Users to unlock the door one time only, then
their User Code or proximity card becomes disabled. (Not applicable to
the DL2800/DL3000).

‘ Star Key as Enter Key ‘
If checked, all codes entered must be followed by the key.

‘ Disable Sounder ‘

Disable Lock Sounder to enable silent operation. (Not available on all
locks)

‘ Enable Star Key as Doorbell ‘

Check to allow the [[* ] key to act as a doorbell. Sounder must be
enabled for doorbell operation. (Not available on all locks)

‘ Enable Entry Sounder ‘

Check to enable sounder to activate upon each Access Granted or
Remote Input activation. (Not available on all locks)

‘ Daylight Saving Time (v3.6.0 only)

The lock will adjust for Daylight Saving Time. Daylight Saving Time
configuration settings for the PDL3000 lock are shown above (most
other locks similar) allowing 23 pre-set modes for the varied DST
adjustments throughout the world. Select mode "1" for no DST
adjustment and select mode "25" and click the Custom DST button for
custom settings. For other locks, custom settings and more details, see
next page.

Draplight Savings Time
[raylight Saving Time [DL30002800] N
Draplight Saving Time

D aylight 5avings Time
Draplight Saving Time [DL3000/2800) i~
[raylight Saving Time

| d
Custom DST |

Daylight Saving Time area for DL3000 /
DL2800 locks: Check the box to activate the
Custom DST button. See next page for details
regarding the Custom DST button and custom-
izing the DST start and end dates. See page 34
for a list of Locks and firmware versions that
support the new Daylight Saving Time feature.

=

|25 - Custom D aylight Savings Time
Custom DST |

Daylight Saving Time area (for locks
other than the DL3000/DL2800): If Day-
light Saving Time is elected to be used,
select mode 25 - Custom Daylight Saving
Time from the pull-down list to activate the
Custom DST button. See next page for
details.

Door Ajar

For use with the DL/PDL3300 lock. Check Enable Door Ajar
Monitoring to enable this feature. Check Door Ajar Trip Time (delay
time in seconds after the door first becomes slightly open) from the
drop-down list, and check Use Sounder on Door Ajar to enable an
audible warning upon a valid door ajar trip.

N\
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rammable Features'" Screen - Customize DST

Daylight Saving Time features below apply to v3.6.0 only.

The Programmable Features screen, Options tab will vary depending the lock model, as shown below. Some locks require either DST be disabled
or customized, other locks also allow the selection of pre-set DST modes for the varied DST adjustments throughout the world. For version 3.5.6,
see page 53. Set Daylight Saving Time configuration settings as follows:

— Daylight 5 avings Time —Daylight Savingz Time
Daplight Saving Time [DL3000/2800) ¥ Waylight Saving Time (DL3000/2800) [F
D aylight Saving Time Lraplight Saving Time
-I 25 - Custorm Daylight Savings Time *I
Custom DST | Custom D3T |
Daylight Saving Time area for DL3000 /DL2800: If Daylight Sav- Daylight Saving Time area (for locks other than the DL3000/
ing Time is elected to be used, check the box to activate the Cus- DL2800): If Daylight Saving Time is elected to be used, select
tom DST button. See below for details regarding the Custom DST mode 25 - Custom Daylight Saving Time from the pull-down list to
button and customizing the DST start and end dates. In addition, activate the Custom DST button. The pull-down menu also allows
see below for a list of Locks and firmware versions that support the 23 pre-set modes for the varied DST adjustments throughout the
new Daylight Saving Time feature. world. Select mode "1" to disable DST. See below for details re-
garding the Custom DST button and customizing the DST start and
In any of the screens above. click the Custom DST button and end dates. In addition, see below for a list of Locks and firmware
., . ’ versions that support the new Daylight Saving Time feature.
the following dialog appears:

|
Repeat to select the End Month/Day.
Select Start Month/Day Select End Month/Day
[37y20 7] Daylig_ht Sa_ving Time customization is only supported with the
This festure = cnly supperted by focks with e locks listed in the chart located at the bottom of this page.
Version 38 And sbove. All DST adjustments will take place at 2:00 AM the days selected.
DAL3000/ 2800 manufactured after 1/01/07 . . )
=ko support thid new feature. Click OK to save and click Cancel to discard changes.
Ok | Caneel Set USA Default |
x|

The default Start and End dates are set to the new DST laws en-
acted for 2007 in the USA: e Szzz Bl b sy
e Start Date: Second Sunday in March |3 /1/2007 [ L13/4 12007 =
e End Date:  First Sunday in November 1.+ march2007  _* |ks with firmware
{
To customize these dates, click the pull-down menu and a calen- _
dar will appear: I

Click to scroll through
the months

4

X
‘ I March 2007 |

J Set USA Default |

25 26 7 2 1 2 3 Click any day in Click the pull-down menu and a calendar will appear.
4 5 & 7 B 9 10 / the selected
i1 12 13 14 15 16 17 month to set
18 15 20 H 2 13 M : :
I ¥ W OB W N Locks and firmware versions that support the new
4 - - , c - - [of t date is sh d H H H .
1 2 3 4 5 6 |__ic circlod when current Daylight Saving Time feature:
3 Today: 12/28/2006 - month is displayed

DL1300 v38d o PDL3000 v40b
PDL1300 v39e o DL3500 v14i
DL2800 v35g o PDL3500 v41a
DL3000 v34k

You can also click within the pull-down list to highlight the num-
bers and type in the digits manually:

Click in the pull-down list field to I PrP—— I
type the digits manually -' 112007 il
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"Programmable Features" Screen - Relay Functions tab

The Features screen is used to program Relay Functions and other programmable Features. If programmed, one or more of the following relay
Functions will activate an external Relay for an interval of 3 seconds, if the condition is met. If Relay follows Lock/Unlock Status is selected, the

relay will remain activated as long as the door is unlocked.

Englammahle Features PL3000 [Briarwood Institutional Servic-Utility Closet 458)

S E3

Options I

Fiemote Input ‘hile Enabled
Fiemote Input *hile Disabled
Failed Entry Attempt

Disabled User Entered Code
Authorized Entry

Scheduled [Groupl Activated)
Locked by Schedule
Unlocked by Schedule

Lockout # of Atternpts Exceeded

Ambuszh Function Activated

T T O

Any Keypress or Card Entry

Remate T 4000 Series
Fielay follows Lock/Unlock Status r
Actyvate Belayan Moondar r

Select any of the Functions below to Activate the Relay Output (more than one may be selected).

'Remote Input While Enabled |

Will activate relay when the Remote Release is activated. This will
provide an alert that access has been granted via the Remote Release.

'Remote Input While Disabled |

Will activate relay when the Remote Release is attempted to be
activated but is disabled. This will provide an alert that an unsuccessful
access has been attempted via the Remote Release.

Failed Entry Attempt |

Will activate relay if any unsuccessful Use Code entry occurs. This will
provide an alert that an unauthorized Use Code entry has been detected.

‘ Disabled User Entered Code ‘

Will activate relay if a User enters their User Code while that User Code
is disabled. Provides an alert that a disabled Use Code entry has been
detected.

‘ Authorized Entry

Will activate relay anytime a User enters a valid User Code and is
granted access.

‘Scheduled (Group 1 Activated)

Will activate relay if the lock has been programmed for Scheduled Relay
Activation (Group 1 Initiated) and a member of Group 1 has entered
their User Code within the required window.

Locked by Schedule |

Will activate relay if the lock has be locked by a programmed schedule.

Unlocked by Schedule |

Will activate relay if the lock has been unlocked by a programmed
schedule.

‘ Lockout # of Attempts Exceeded ‘

Will activate relay if the number of User Code entry attempts has been
exceeded and the keypad is locked out.

‘Ambush Function Activated ‘

Will activate relay if the Ambush Code is entered followed by a valid
User Code.

‘Any Keypress of Card Entry ‘

Will activate relay any time a key is pressed or a proximity card is
presented

‘ Relay follows Lock/Unlock Status ‘

Relay will activate when lock is unlocked. Relay power must be
provided from an external power supply. If Relay follows Lock/Unlock
Status is selected, the relay will remain activated as long as the door is
unlocked. This feature supersedes all other relay options.

Activate Relay on Door Ajar

For use with the DL/PDL3300 lock. Relay will activate when Door is
found to be ajar, that is, left open after a specified period of time (see
the Options tab on previous page). If Activate Relay On Door Ajar is
selected, the relay will remain activated for as long as a valid door ajar
trip is in effect.
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"Programmable Features' Screen - Remote tab

This screen is used to program Remote Input Functions. Note: Remote Disabled Lock, Forced Lock Follows Remote or Forced Unlock

Follows Remote should only be used with external power to the lock.

Englammahle Features PL3000 [Briarwood Institutional Servic-Utility Closet 458)

M= B

Options T Fielay Functions

I 4000 Series

Remate Release Feature Set

Femate Release [Momentary] o
Remote Toggles Passage Made u
Remate Dizables Lock w

Forced Lock Follows Remate r
Forced Unlack Follows Remate r
Remate Putz Lock In Pe Comm Mode r

Select one of the Remote Input Functions below.

Remote Release (Momentary)
Remote input is enabled and will cause the door to momentarily unlock.

Remote Toggles Passage Mode

If enabled, the remote input will toggle Passage Mode. Passage Mode
allows passage through the door without the need for a User Code.

Remote Disables Lock

Remote input disables the lock while a short is maintained across
remote input. Therefore, if a switch is used for the remote input, as long
as the switch is closed the lock will be disabled and its state cannot be
changed. As long as the switch is open, the lock will be enabled.

Forced Lock Follows Remote

Checking this box will cause the lock to lock when a short is maintained
across the remote input. The lock will remain locked until the next User
Code entry, at which time the lock will return to Passage Mode.

Forced Unlock Follows Remote

Checking this box will cause the lock to unlock when a short is
maintained across the remote input. The lock will remain unlocked until
the next User Code entry, at which time the lock will lock.

Remote Puts Lock in PC Comm Mode

For use with DL-WINDOWS software. The remote input will act as User
298 or keypad Function 58. See page 8 for details regarding keypad
Function 58.

~
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"Programmable Features" Screen - 4000 Series tab

These screens are used to program the Residency/Privacy options and features for the 4000 Series locks. The screens below display the DL-
Windows screen defaults (which also reflect the "out of box" factory default programming). Shown below (left) a PDL4100 ("Privacy") lock and (right)
a PDL4500 ("Residency") lock. Note: DL locks do not provide PROX access, therefore the DL lock screens do not reference PROX options.

E Programmable Features PDL4100 [Huntington Actuarial Services-Mens Restroom 3._. [HE E Programmable Features PDL4500 [Huntington Actuarial Services-Executive Mens .. [lE

Options Relay Functionz Femate DOptions Relay Functions
4100 Series - Residency/Privacy Feature Set—— 4500 Series - Residency/Privacy Feature Set——

Leave Unlocked on Exit [Passage) I Leave Unlocked on Exit [Pazzage] i "Residency" Mode

" : "
Cancel Passags on Button Press I Re5|dency —_— Cancel Pagsage on Deadbolt = (Default .for 4500
Series)
Dizable Keypad/Prox. on Button Press v “p " Mod Disable Keypad/Prox. on Deadbolt I “Pri " Mod
rivacy” Mode ) ) rivacy" Mode

P Diurat L Privacy Duration LU <

e | | (Default for 4100 se- . | =

ries)
4100 Series Locks 4500 Series Locks

PDL4100/DL4100 & PDL4500/DL4500
Privacy and Residency Features
The 4100 series locks leave the factory as "Privacy" locks, with the below "Privacy Mode" as the default program. [If you wish, 4100 series locks

can be re-programmed as "Residency" locks (see below, "Residency Mode"). The following provides basic descriptions of the two modes. For
more information, see WI1194 and/or WI1195.

The 4500 series locks leave the factory as "Residency" locks, with the below "Residency Mode" as the default program. If you wish, 4500 series

locks can be re-programmed as "Privacy" locks (see below, "Privacy Mode"). The following provides basic descriptions of the two modes. For
more information, see WI1194 and/or WI1195.

Note: Only PDL series locks provide PROX access. Although the below descriptions apply to PDL series locks, these descriptions can also
apply to DL series locks, however all references to PROX features should be ignored. In addition, the 4100 series locks have a button on the
exterior/outside of the locks, and the 4500 series locks have a deadbolt knob.

Privacy Mode (Factory Default for 4100 Series Locks):

"Privacy Mode" is designed to allow access to individuals with access codes (or PROX cards) and is typically used for rooms needing privacy

from others such as bathrooms, dorms and meeting rooms.

"Privacy Mode" initially provides a normally locked state. To enter, the user must use a User Code, key, or present a PROX card. Once in-
side, the user presses the button (on 4100 series) or throws a deadbolt (on 4500 series) that disables the keypad (and PROX card reader),
disallowing others to enter for a fixed amount of time ("Privacy Duration"). The red LED on the exterior/outside of the lock will blink—
indicating the room is occupied. When the initial user exits, the 4100 series lock reverts back to its originally locked mode, again allowing
access to any authorized users.

The Privacy Duration for the 4100 series lock can be programmed to disable User Code and PROX card access for up to 250 minutes.
When active, all User Numbers 12 and higher are disabled, and User Numbers 1 - 11 (or a key) can always override this lockout feature by
entering their User Codes and/or PROX cards. Programming: As shown in the images above, check "Disable Keypad/Prox on Button
Press (or Deadbolt)" and select a Privacy Duration (default is 10 minutes, valid entries 001-250).

Residency Mode (Factory Default for 4500 Series Locks):
The "Residency Feature" is provided to prevent a person from unintentionally having the door lock behind them when stepping outside
briefly. Typically used in retirement homes and college dormitories.

"Residency Mode" initially provides a normally locked state. To enter, the user must use a User Code, key, or present a PROX card. The
4100 series lock will then re-lock when door is closed. However, turning the handle and exiting from the inside will unlock the 4100 series
lock and set it to an unlocked state.

Any of the following will restore the lock to its normally locked state: (1) the user returns, enters, and presses the button (or throws the dead-
bolt) from the inside; (2) someone already inside the premises presses the button (or throws the deadbolt); (3) pre-programmed scheduling;
(4) entering a valid User Code, presenting a valid PROX card, or locking with a key. Programming: As shown in the images above, check
"Cancel Passage on Button Press (or Deadbolt)", and "Leave Unlocked on Exit (Passage)".

N\
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"Schedule-TimeZone'" Screen - TimeZones Area

This screen consists of two parts--the TimeZones area (top) and the Schedule Entry area (bottom). The TimeZones area is used to program the
time the event(s) will occur, and the Schedule Entry area is used to create events that can be linked to the times created in the TimeZones area.
This page will focus on the TimeZones area. See next page for the Schedule Entry area.

_
Al Schedule - Timezone PDI 3000 (Fdmundville Hosnital-1<t Flo 1ol x|

Titme Z
Select TimeZone |TimeZons 1 ¥ Add Delete | Fint TimeZones PO
Time Zone 1 10.35.56 4K
Day Stat Stop_ Menth Day of Morth_|Enatle
Sin 0500 £M G500 FH A Al
Mon 0500 AM 05:00 PM Al Al v
Tues 0500 &M 0500 PH Al Al v
Wed 0500 &M 500 FM Al Al v
Thurs 0500 A 00 P A A v
Fi 05:00 & 00 P A [ v
Sal 0500 & 00 F A [
Al 0500 A 00 P A A
—Scheduls Ertr
Clear Entry Clear &l Fiint Schedules Switch to Sched View |
Schedule Entry |
Event User or Time [~
| Mumpey |Peseription Group 10 |E¥ert Zone ﬂ

| oa|~af@r| o) | ca| ol

L

‘TimeZone ‘

Select TimeZone: Use the Selector to select the desired Time Zone.
250 maximum allowed.

Add TimeZone. Click the Add Button, the Select Time Zone drop-down
(described above) will show the additional Time Zone selection option.
If the only Time Zone available was TimeZone 1, you will now see an
option for TimeZone 2. 250 maximum allowed.

Delete

Delete TimeZone: If it becomes necessary to remove a TimeZone, first
select the TimeZone by clicking on it in the Select Time Zone window.
When selected, remove the TimeZone by clicking Delete.

Day

The Day column cannot be altered. Select the day by clicking the day
desired under the Enable column.

Start

This is the time that the TimeZone will begin for the day selected. To
select a Start time, click the mouse cursor in the Start cell for the
desired day. Highlight the entire cell to completely re-type start time, or
just highlight the section to be altered and then type in the new value.

This is the time that the Time Zone will stop for the day selected. To
select a Stop Time, click the mouse in the Start cell for the desired Day
of the week. Highlight the entire cell to completely re-enter start time, or
just highlight the section to be altered and then type in the new value.

v'Quick Tip: Copy Start Times

Highlight the Start Time that is to be copied to all other Start Times,
then click the RIGHT mouse button, the following will

appear:

Set All As Current Start

LEFT click to select. All Start times will now be set to the copied Start
Time.

J

v'Quick Tip:

Days of the Week
RIGHT click on the
Enable Column, select
which day(s) to enable

Open-ended TimeZones can be
entered by creating (or modifying) a
TimeZone and leaving the stop time
blank. This would also suppress
any other events for that TimeZone.
For example, your regular schedule
is Mon-Fri 8-5 but one of those days

Enahle All'Week

Enahla Sat-5un is a holiday. Another TimeZone
Enshla ki->F could be created with the end time
Enable MAA-F removed for the holiday. That

TimeZone would be wused in
Enable T-TH conjunction with a LOCK event and
Disable All

that door would stay locked for that
TimeZone duration.

from the following:
LEFT click to select
desired day(s).

v'Quick Tip: Copy Stop Times N

Highlight the Stop Time that is to be copied to all other Stop Times,
then click the RIGHT mouse button, the following will appear:

‘ Set All As Current Stop

LEFT click to select.
All Stop Times should now be set to the copied Stop Time.

All, January - December

TimeZones can be set for all 12 months of the year (Default=All), or for
specific months. To select, click mouse in Month cell, from the drop-
down menu select the desired month.

‘Day of Month ‘ Al 1-31

TimeZones can be set for specific days of the month (Default=All). To

select, click mouse in Day of Month cell, and from the drop-down list

select the desired day.

e |f a specific month AND day is selected, then the TimeZone will be
set to occur on only this specific day in the month chosen.

e |f the Month field is set to All, and a Day of Month is selected, then

the TimeZone will be set to occur only on this specific day every
month of the year.

Double-click on the day(s) desired.
appear under the Enable column.

If the day is enabled, a v will

‘ Print Schedules ‘

At any time, all programmed TimeZones can be printed by clicking on
the Print Schedules button.

Switch to Sched. View |

Combines the times programmed in the TimeZone area with the events
programmed in the Schedule Entry area of the Schedule-TimeZone
screen. Results are displayed in the Schedule View screen.

NOTE: The Schedule-TimeZone screen is "Global"--when a new Time-
Zone is created, it can be used for all locks in an Account.

~
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"Schedule-TimeZone" Screen - Schedule Entry Area

This screen consists of two parts--the TimeZones area (top) and the Schedule Entry area (bottom). TimeZones area is used to program the time
the event(s) will occur, and the Schedule Entry area is used to create events that can be linked to the times created in the TimeZones area. This
page will focus on the Schedule Entry area. See previous page for the TimeZones area.

——
M schedule - Timezone PDL3000 (Edmundville Hospital-1st Flo =10 x|
~Time Zon

" . PDL30|
Seleot TineZone [TmeZone1 | Add | Delete | Pt TimeZonss
Time Zone 1 10:35:56 &M
| [Day Start Sty Marnth Dap of Month_[Enable |
Sun 0600 &M 05,00 M Al Al
Mon 06:00 AM 05.00FM Al Al v
Tues 06:00 AM 0500 PM Al Al v
Wed 06:00 A U500 PM Al Al v
Thus 0600 &M 0500 FM Al Al v
Fii 06:00 AM 0500 M Al Al v
Sat 06:00 &M U500 PM Al Al
Al 0600 &M 0500 M Al Al
|- 5cheduls Ent
Clear Entyy_ | Cleardll | Print Schedules Swilch to Sehed. View |
Schedule Enty |
Event Useror Time [~
Schedule Evenl oessrpion [Goerot [evem =
1
Entry Area !
3
£y
5
5
7
g
El
10
& |
w—

‘ Event Number ‘

An Event Number is assigned to each scheduled event. Up to 500
events can be scheduled for the DL3500 and PDL3000 locks, and 150
events for the DL3000. This number is displayed for reference only.

‘ Description ‘

Any text description of each scheduled event can be entered. Up to 30
characters are allowed. Displayed for reference only.

‘ User or Group ID ‘

This is the Group or User Number associated with the scheduled event.
If the event is associated with a Group, valid entries are 1 to 4. If the
event is associated with a User Number, valid entries are 2 to 2000 (for
the PDL3000).

Note: When adding data to the "User or Group ID", "Event" and
"TimeZone" columns, all three columns must be completed at one time.
For example, if data is selected in only two columns for one event, and
the third column is left blank, all information for the event will be
automatically deleted.

These are the events which will affect the associated Groups or Users
at the time and the duration specified in the Schedule-TimeZone
screen.

The events are:

(Blank)

Unlock

Lock

Disable Group

Enable Group

Disable User

Enable User

Passage Mode by Grp1-Open Window
Relay Activation by Grp1-Open Window
Enable Group 4 by Grp1-Open Window

Note: When adding data to the "User or Group ID", "Event" and
"TimeZone" columns, all three columns must be completed at one time.
For example, if data is selected in only two columns for one event, and
the third column is left blank, all information for the event will be
automatically deleted.

TimeZone

Click in the cell and use the drop-down menu to select the TimeZone
number you wish linked to the schedule entered.

Note: When adding data to the "User or Group ID", "Event" and
"TimeZone" columns, all three columns must be completed at one time.
For example, if data is selected in only two columns for one event, and
the third column is left blank, all information for the event will be
automatically deleted.

Clear Entry

To clear all items programmed, highlight the line to be cleared (click on
the column to the left of the Event Number column), and then click
Clear Entry.

Clear Al |

Clears all scheduled entries.

‘ Print Schedules ‘

At any time, all programmed schedules can be printed by clicking on
Print Schedules.

‘ Switch to Sched. View ‘

Combines the times programmed in the TimeZone area with the events
programmed in the Schedule Entry area of the Schedule-TimeZone
screen. Results are displayed in the Schedule View screen.
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.

The Schedule View screen combines the times created in the Schedule-TimeZone screen. The Schedule View screen displays schedules (with
their event time information) listed in separate rows. In addition, schedules received from locks are viewed only in the Schedule View screen.

Eﬁchadule Yiew PDL3000 [Singleton Headquarters-Main Conference Foom) Edit Mode OFf

JE ES

Schedule

Wiew

Dray of
onth

Dray of

Month | =0

Time

Useror [«

Event Gt

‘ s Eny B0

Frint

Notes on the Schedule View screen

The Schedule View screen is defaulted as a read-only screen. Editing events from this screen is not recommended.

Note: If alock with a program created through keypad programming is uploaded, it can only be viewed or altered through the Schedule View screen, not
the Schedule-TimeZone screen. Before any downloading can be performed from the Schedule View screen, select Send Schedule from Schedule

View option in the Options dialog.

‘ Event Number ‘

An Event Number is assigned to each scheduled event. This number is
displayed for reference only.

‘ Day of Month ‘

This is the Day of the Month enabled in the TimeZone area of the
Schedule-TimeZone screen.

This is the Month entered in the TimeZone area of the Schedule-
TimeZone screen.

‘ Day of Week ‘

This is the Day of the Week entered in the TimeZone area of the
Schedule-TimeZone screen.

This is the time entered in the TimeZone area of the Schedule-
TimeZone screen.

This is the Event entered in the Schedule Entry area of the Schedule-
TimeZone screen.

‘ User or Group ‘

This is the User or Group that was entered in the Schedule Entry area
of the Schedule-TimeZone screen.

An Unlock Schedule Entry using a Start & Stop Time Zone will create
a START Unlock and STOP Lock time in the Schedule View.

Creating Schedules is a 2 step process:

Step 1: First set the time the event will occur in the TimeZones section
of the Schedule-TimeZone screen.
Select the scheduled events in the Schedule Entry area of the

Schedule-TimeZone screen.

Step 2:

TimeZones are typically based on shifts, regular business hours or
other similar requirements. These TimeZones will be used to enable/
disable Users by individual User or Groups of Users in the Schedule
Time screen. By default, DL-Windows creates a default TimeZone
which selects all 7 days of the week, from 8:00 AM to 5:00 PM.

Clear Entry Available only if Read Only in Schedule View is disabled

To clear all items programmed, highlight the line to be cleared (click on
the column to the left of the Event Number column), and then click
Clear Entry.

Clear All Available only if Read Only in Schedule View is disabled

Clears all scheduled entries.

At any time, all programmed Schedules can be printed by clicking Print.

‘ Close ‘

Click to close the Schedule View screen.
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"Options" Screen - Program Field Definitions

The Options screen allows you to select Account and DL-Windows preferences.

— Adminigtrative Options

[~ Send Schedule from Scheduls Yiew

— Global Ambuzh Code

Set Global Ambush Code [2 Digits &1l Locks)
[~ Usze AmbushCode a5 -

— Dptiong
¥ Open Event Log Yiewer on Receive
[ Show Global Uzer ID's

" Startllp Screens

I~ Ewent Log Viewer
I~ Features

[~ Schedule Entry
I~ Schedule View

— Language Support
Select Language
Englizh

[

—wharking Directany
Current Selected Path:

|E: WDAVID BLOCKANEWIINPROGRAM

Set Working Directorny

— Select the Grid Calors for all Grids

Set Header Backeolor | [~
Set Header Tewt Color | [
SetGidBackeolr | [
| -

Rest Grid to Defaulk Colars |

I Text Color

I Text Calor

Set Grid Text Color

Send Schedule from Schedule View (supervisory) ‘

When schedules are received from locks into DL-Windows, they can
only be viewed in the Schedule View screen. Because edits can be
made directly in the Schedule View screen (see above, "Disable
Editing in Schedule View (supervisory)", it is convenient to send
Schedule information directly from the Schedule View screen back to
the lock directly. To allow the ability to update the lock from the
Schedule View screen, check this box. To enable password, select
Options, Password Setup, Supervisor Password.

Global Ambush Code

A 2 digit code which will activate the auxiliary relay if entered before a
valid User Code, and is the same for all locks in the Account. You must
also select Ambush from the Relay Function List. Uncheck the box to
disable the Ambush code (as shown).

Language Support

Select the language that will populate all DL-Windows screens from the
drop-down list.

Working Directory

Select the directory in which all DL-Windows files will reside.

‘ Open Event Log Viewer on Receive

When checked, allows the Event Log Viewer screen to open
automatically after receiving data from a lock

‘Show Global User ID's

The Global User ID number can be hidden from view. A Global User ID is
used within the Global Users screen and simply lists all potential Users
within an Account. DL-Windows keeps track of each "Global User" listed in
the Global Users screen by use of the Global ID number. The number acts
as an internal designation only.

StartUp Screens

Selected screens will automatically open upon double-clicking a
selected lock in the Account Tree field.

Select the Grid Colors for all Grids

Allows you to personalize the colors of grids and header background
"backcolors" and the accompanying text. Click Reset Grid to Default
Colors to change the selected colors back to their default factory
settings.
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Exporting and Importing Data

Tools > Export Active Account to CSV

This feature exports all User data from a DL-Windows
Account and saves the data to a .CSV (comma separated
values file) file. The .CSV file can then be imported into
another Account using DL-Windows.

Click Tools, Export Active Account to CSV on the menu
toolbar to export data. For each .CSV file, each line in the file
is one entry, and the fields in each entry are separated by
commas. Exported .CSV files will be placed in the C:\DL-
Windows\Export folder.  When the Account has been
converted to a .CSYV file, the following popup appears:

Completed Export E

The dccount Export Completed Successfully!
Your File iz Located in C:ADLAWINDOWS_302\E <part

Note: Two Files will be placed in the Export directory:
e Acct3.csv - The exported file, in a comma delimited format.

e Acct3.log - The error log file. If populated, this file will
reference the line number of the error in the .CSV file.

The file size of these Accounts will typically be larger than
what a 1.44 MB floppy disc will hold. A ZIP Drive, memory
stick or network drive is advised for transferring exported files.
It may be possible to WinZip each file and place it on a floppy
disc one file at a time, but that depends on the size of the
Account.

Importing Data

The Tools > Import CSV File menu contains two import utilities
to allow you to combine Users from one Account with another
Account.

Before using either Import utility, first open the Account to which
the data will be imported. If the Account does not yet exist, a
new "test" Account can be created if desired. Next, transfer the
files to the computer where the Accounts are to be restored and
place the files in the DL-Windows Import directory (typically C:
\DL-Windows\Import).

Tools > Import CSV File > Import CSV File From DL-Windows

This feature imports a .CSV file (comma separated values
file) created by the DL-Windows Export Active Account to
CSV menu option (see "Exporting Data" above).

Note: If any Users exported are not wanted, you can open
this file in Excel and delete the unwanted entries (always
delete the entire line and not part of a line).

Imparting Global Uszers

Tools > Import CSV File > Import CSV File From Excel
This menu selection allows you to import a .CSV file that was
created in MS Excel and saved as a .CSV file. To create the
Excel file, open Excel and populate each cell as follows:

Cell A1 = First Name

Cell B1 =Last name

Cell C1 = Address

Cell D1= City

Cell E1= State

Cell F1= Zip Code

Cell G1 = Telephone

Cell H1 = Social Security Number

To export the file from Excel as a comma separated values file,
click File, Save As..., then in the Save as type: pull-down
menu select CSV (MS-DOS) (*.csv). Note: Unused cells must
be left blank.
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We recommend using a USB drive flash memory card when
transferring DL-Windows Account files from one computer to an-
other. To ensure a successful transfer, both computers must
correctly operate with USB drive flash memory cards before per-
forming this procedure. DL-Windows must not be running on
either system. Note: The Tools, Import a Single ADF Ac-
count File menu feature used in the procedure below is only
supported by DL-Windows versions 3.5.5 and greater.

Account files exist in pairs:
e Acctx.Adf is the Account file
e Acctx_Log.adf is the Event Log for the Account file

In the example that follows, the names Acct2.adf and
Acct2_Log.adf are used. Note that some Windows systems are
not configured to display file extensions (you may only see Acct2
and Acct2_Log -- this is OK. Please proceed as if the file exten-
sions are displayed.

At the source computer (from which you want to transfer the DL-
Windows Accounts), open Windows Explorer from the Start,
Programs menu. Locate the DL-Windows installation folder (if
you selected the default folders, look in "C:\DL-Windows").

Highlight the Account files you wish to transfer (hold down the
"Ctrl" key and click on each file). Right-click the highlighted files
and click Copy (see image below).

Bl Edt Vew Favomes Took b 1 & |
QGBack * O = ¥ | S search |i Foiers | (D |
)dclessl_)( fATe IRT e ﬂ Bl
Fokders R [Seport
- Caimpert
= B 3v: Flppy (4 | Do riss
= e Lcal Digk: () dlacctLadf
5 Comphecker Al cet] Log.asdf
£ DECOHE:
Ea=10 Open
k- . 2| AcctList adf
# E3 B Softwire S A000.00 Hew
B3 BL-windows L CLWINGZ. et
O Exprt & IMportApg e Sean for uses. .
£ mpert B g sage med Open Wit
13 Crgndl Fles w]Erowiniini L afdt-52

4 £ Documents andS % provseacer.o 3 add to archive...

@ Qowep R

F- 3 DRasCH g

B Compress to "TL-Windows.rar™ and em:

£ samn

53 It P wrgp

+ .:Lrtsysuw Send To

i (53 MsDN

et s =13

-2 ViDL _,:I IEET
4 13

Cophes the selected items to the Clpbord. Toputthem - L,

Locate your USB drive in the left hand pane of the Windows Ex-
plorer window. Click to select the USB drive, then right-click in
the right hand pane and click Paste (see image below).
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Transferring Account Files Between PC's

Remove the USB drive from the source computer and connect it
to the target computer. Similar to the previous steps, at the tar-
get computer, open Windows Explorer and locate the USB
drive. Highlight the Account files to transfer, right-click and se-
lect Copy. Locate and click to highlight the DL-Windows folder.
Right-click in the right hand pane and click Paste.

Launch DL-Windows. Click Tools, Import a Single ADF Ac-
count File (see the image below). Note: The word "Single" in
the menu refers to both Account files that were copied.

Comm Port Setp and Test

Impert # 5V e T Acthve Acoourt.
Bt Achee Account

[ [ [nemoos (1140 4|

Click Yes to the import question and an Open file dialog box ap-
pears:

2=l
Lookin: | 23 Impan ] rDomE-
[ —

| ] Acct?_Log.adf

My Fupcent

Documonts

Diskiop
Filx parne: l““’? adl ﬂ Qpen
Files of type: [ADF Filas (= act) | Cancel

™ Opm & rad-onty

Although both files that were copied appear, only select the
Acct2.adf file and click Open. The Name Account dialog ap-
pears (see below image) requesting a new name be created for
this new Account.

Name Account

Enter Mew Account Description

Cancel

x|
_ cancel |

INeW Account

Click OK to complete the import process.
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The DTM Support screen is used to configure an AL-DTM to transfer data to or from multiple locks.

v'Quick Tips:

A 0TM 3 Support(Belmont Subsidiary)
DTM Configuation: [ DT Canlig 1 =]  AddDTM Config | Clear DTH Cortig | Dekete DTM Caniia

=10l

RIGHT click on the DTM

DTM Conhig 1

I For every new lock that is added, the

Function column, and select

. . Lock ID | Lock Mame
desired action:

= DTM screen will automatically use the
Selected ﬂ

DT Func i i
unction next available Door Number in the

Erntrance

selected DTM Configuration. For

example, in the screen image at left,

the next lock that will be added (for

"DTM Config 1") will be Door Number
2.

In addition, if you select Clear DTM

Config while in "DTM Config 1", all

RIGHT click on the Selected 1z

locks will automatically be reloaded to

column, select desired action. 13

their default door number. If you have

= existing DTM configurations and locks

Select All

assigned to these locations, the

Program DTM for Selected Locks

UnSelect All
Invert Selection

Receive Data From the DTM for
Selected Locks

DTh Option:
’VF Set Lock Clack

system WILL NOT OVERWRITE
them, unless you select "DTM Clear
All". All other configurations are left

Baudrate [S7600 =
Data Retention Time  |Forever  *

alone and not handled in this manner.

DTM Config

Press drop-down menu to select and display DTM Configuration.

'Add DTM Config
Click to add additional DTM configurations.

Clear DTM Config

Click to clear the selected DTM configurations.

Delete DTM Config |

Click to delete the selected DTM configurations.

Identification of each door with a specific number. The LockID is used to
identify the lock to the DTM, ensuring that the correct programming is
matched to the correct lock. No longer entered through AL-59. See also
Glossary entry "LockID").

‘ Lock Name ‘

Displays the name used when the lock was first entered in the DL-
Windows Account.

‘ Master Code ‘ (Display only)

Displays the Master User Code of the lock that was initially programmed in
the Global Users screen. This Master Code must match the Master Code
programmed in the lock. Note: This field is for display only.

‘ DTM Function ‘

Select which of the following functions the DTM will perform when
communicating with the lock:

Receive Program from Lock
Send Program to Lock
Receive Log

If checked, DL-Windows will configure the DTM for the operation
programmed or transfer data for the locks selected. To enable, double-click
in the Select column for the Door Number desired, and a v* will appear.

‘Send All Locks To DTM |

Click to send all lock configurations to the DTM.

‘ Send Selected Locks To DTM ‘

Click to send only those selected lock configurations to the DTM. (A check
(v) appears in the Selected column for all selected lock configurations).

‘Transfer All Locks From DTM ‘

Use this button after the AL-DTM had valid data loaded from the lock.
Data will be received from all locks that have been selected in the DTM
Support screen.

‘Transfer Selected Locks From DTM ‘

The DTM Support screen will receive data from only those locks that
have been selected (A check appears in the Selected column).

‘ Set Lock Clock ‘

If selected, the software will reset the lock’s clock each time data is
transferred.

‘ Data Retention Time ‘

The AL-DTM goes into a Power Saving Mode after 10 minutes of no activity.
The AL-DTM will remove all power after the time specified in this field.
Although all AL-DTM data will be lost after a power down, this will only affect
Send Program to Lock, not Receive Log or Receive Program configurations.
Possible selections are: Forever, 1 Day, 7 Days or 40 Days.

The Baudrate specifies the rate at which bits are transmitted from (or to) the AL-
DTM. Selections are in bits per second. DL-Windows can be configured to
communicate at baudrates between 9600 and 57600 bits per second. The
Baudrate selection field is only used with the AL-DTM and can be lowered in case
of communication trouble. Note: Some USB Adapters do not support all baud
rates.
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AL-DTM Specifications

AL-DTM - Data Transfer Module
Data Transfer Modules allow the transfer of lock programs and other data between DL-Windows
software and Alarm Lock locking devices. Currently, the latest software inside Alarm Lock’s Data Transfer
Modules is AL-DTM-III, and this version software (or later) is used exclusively with DL-Windows 3.5.X (or
: later). Previous versions of DTM software exist; the oldest AL-DTM version is no longer supported, and the
@ AL-DTM-II version must be upgraded and/or configured for AL-DTM-III operation (see WI1428 for upgrade
W8 instructions, or W11443 for AL-DTM-III configuration instructions.
':_ﬁ'_,g The improved AL-DTM-III software allows for more locks to be stored per account, both within DL-
. Windows and within the AL-DTM-III itself.

AL-DTM-III Features
AL-DTM Basic Modes of Operation
o Expanded Memory Capabilities

« Allows for accounts of up to 2000 doors 1. PC-COMM Mode o
e Can hold up to 200 PDL3000 / PDL3500 model (DL-Windows/AL-DTM Communications)
locks, or up to 1000 DL3000 / DL2800 model locks. e Transfer multiple lock programs from DL-Windows
e Receive Event Logs of up to 5000 lock events. to AL-DTM
e Full programming support--Send/Receive all 2000 ¢ Receive multiple lock logs or lock programs stored
Users for PDL series locks. in the AL-DTM back to DL-Windows

e Foreign Language Support* 2. LOCK Mode

e Door Select Feature* - The need to program a door (AL-DTM/Lock Communications)
number into the lock--before AL-DTM/Lock
communication--is no longer required. Simply select
the door number on the AL-DTM and proceed with
the transfer. (The AL-DTM cannot change door

e Transfer lock program from the AL-DTM to a
specific lock

¢ Receive specific lock log or program from the lock
back to the AL-DTM

numbers).
» "Cold Start” Capability* - Clear all data from Note: Transferring Event Logs (from the AL-DTM or DL-
memory without removing the battery. Windows to the lock) is not possible. Event Log data is

read only.
* See page 25 for AL-DTM configuration options.

AL-DTM Specifications

Power | (1) 9 Volt Alkaline Battery--Duracell
Requirements: MN1604 or equivalent

Battery Life: | Standby Mode: 60 Hours
Sleep Mode: 1 Year

Operating Temperature: | 0 - 49°C (32-122°F)

Dimensions: | 7.5” x 4" x 1.5 (Hx W x D)
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Compact and Repair the Database

Compact and Repair DataBase

Maintaining the DL-Windows DataBase is accomplished via the
Tools menu. You can export, import and compact/repair the
Account information contained in the DataBase.

Maintaining the database on a regular basis will reduce the size
of the database and improve the reliability of communications
between the lock and DL-Windows. Click Tools, Compact and
Repair DataBase on the menu toolbar and the utility will
immediately begin to function.

Compacting Account Files.

While the DataBase is compacting/repairing, the above
indication notification appears, followed by the below popup
when the utility is complete.

DL-'Windows E

@ Compact Complete

If database errors occur within Accounts, click Tools, Compact
and Repair.
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Foreign Language Support

Changing the Default Language

On the toolbar, click Opt and the Options dialog opens (see
below).  Additional languages are available in the Select
Language drop-down menu. Select the desired language.

- Administrative Dption: - Dption:

[~ Send Schedule from Scheduls Yiew -
™ Show Global User D's

r~ Global Ambush Code —————————————— "SIartUD Screen

Set Global Ambush Code (2 Digits Al Locks) I Schedue Eriry

- I~ Schedule Yiew

[~ Event Log Yiewer
[ Features

™ Use AmbushCode

~ Select the Grid Colors for all Grids

Set Header Backeolor I
Text Color
Set Header Text Color -
Set Grid Backcalor I
Text Color
Set Grid Tewt Color | [

Rest Grid to Default Colars |

r— Language Suppart

Select Language :

—Working Director
Current Selected Path:

[CADL Windowsy

Sl Warking Directory |

Cloge |

You must close and restart DL-Windows for the language
changes to take effect (press OK to close the popup, shown
below).

DL Windows =]

@ *our language change will take effect after you restart DL Windows.

DL-Windows will now display in the new language (ltalian in the
below example).

Opzioni
¥ &pii visualizzatore di registio eventi alla ricezione
I~ Show Global User ID's

[ &dministrative O ption:
[~ Irvia pragramma da visualizzazions programma

Codice agguata [2 cifre) r Visualizzatore di

™ 2510 Undefined

™ Immissione programma
[ viuaizaios
ninmAmmA

aistio pye)

- Global Ambush Code — || — Auvia schema
h U
’V I Earalierstohe ‘

Select the Grid Colors for all Grids

Set Header Backealor
Text Color

r~ Suppoito di lingua

Seleziona lingua

Halan =] SetHeader Tet Coior | [
- Directany in funzion Set Giid Backcolor [
Cunent Selectsd Path: —— Tent Color
t t
CADLWindows' w |

Impasta drectary in funziane | Fiest Giid 1o Defaul Calors |

Editing an Existing Language

From the toolbar click Tools, Edit Language's. The Language
Translation screen will appear.

E Language Translation E

English Phraze :

lEiIe

I‘I (i) Add Language
English
Find Phrase Mo.: I Italian

Select Language To Translate to:

IItaIian j Type in Language Below:

Edit Moce: | [HER |

Type Translated Phrase below:

|l&Fi|e

Add Language I Femave Language I

Previous Phraze | Mext Phraze |

Cloze |

Edit an existing language by selecting the language from the
drop-down menu. Click Edit Mode and the text field will
change from RED to GREEN and read “ON”. The languages
available in the example shown above are English and Italian.
The phrases to be translated are numbered starting at 1000.

To find and edit a specific phrase, type the phrase number into
the Find phrase No: field and press ﬂ on your keyboard.

Adding Support for a New Language

In the Language Translation dialog (below), Edit Mode must
be set to ON in order to add a new language. Enter the name
of the new language into the Type in Language Below field
and click Add Language.

H Language Translation [ %]
Englizh Phrase :
[File
1000 Add Language
English
Find Phrase Mo.: I Italian

Select Language To Translate to:

j Type in Language Belaw:

Edit Mode: | [HER I

Type Translated Phrase below;

Il&F\IE

I\Ia\ian

Add Language: I Remave Language I

Previous Phrase Next Phrase Close |
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1.

Advanced Programming

Programming Schedules with Suppression

Follow the steps below to download a schedule with
suppression (an exception that "suppresses" the general rule).

Enter the time for which the event is to be scheduled in the
top (the TimeZones area) of the Schedule-TimeZone
screen. In the example below, an general daily unlock event
is programmed to occur every Monday - Friday from 8:00
AM to 5:00 PM ("TimeZone 1").

EScllednle Entry .
- Time Zon
z

add | Dekte | Pint TineZones |

Select TimeZane

Time Zone 1 10:56:35 AW |
Day Star Siop Maonth Day of Month_|Enable
> Sun 08:00 &M 0500 FH A Al
Man 0300 AM 0500 FM Al Al v
Tues 08:00 AM 05:00PH Al Al v
Wed 0300 AM 5.00FM Al Al v
Thurs 0B:00 &M 0500 FH Al Al v
Fi 0300 AM D500FPM Al Al v
Sat 0500 &M 05.00FH A Al
Al 03:00 AM 05:00 PH Al Al
G chedule Ens
Clea Entiy Cleardll | PintSchedules | SwichtoSched View |
Schedue Eriry |
Evert User or Tine |~
__ | Mumber Descriplion Group D 2t Zong :’
T
2
3
a
5
B
7
8
3
1
i [

2. Now add a second TimeZone to create an exception to the

first general unlock event, adding the days when the lock
should remain locked. In the example shown below, the
lock will remain locked on the 4th of July. Click the Select
TimeZone pull-down menu and select "TimeZone 2". Then
click within the Month and the Day of Month fields, and
select from the drop-down boxes in each field to change.

M schedule Entry

i~ Time Zore

=101 %]

Select TimeZone |{NG Add I Delete | Brint TimeZones |
Time Zone 2 11:05:52 AM ]
Day Start Stop Manth Day of Month_[Enable
Sun 0500 £M 0500 FI Al Al
HMon 05:00 M 05:00 PM Al Al
Tues 05:00 M 05:00 PM Al Al
Wed 05:00 M 05:00 PM Al Al
Thurs 05:00 &M 05:00 P Al Al
Fi 02:00 M 05:00 P Al Al
Sat 02:00 &M 05:00 P Al Al
Al 0500 M July ] v
—Schedule Entr
Clear Entry Clear Al Piint Schedules | Switch to Sched. View |
Schedule Entiy |
Ewvent . User or Time |~
| Mumber Description Group 1D Event Zone ﬂ
1 Daily Unlock, UnLock 1
2 July dth Exceplion Lack 2
3
4
5
3
7
g
E]
0
E =l
1l T m
FM A
Ty =
Al 7“\
] . . .
e lFe”b - In this example, click in the
il .
_K';h — Month field and select the
pEom oy — month from its drop-down
‘ol pr— list.
Aug
Sept
Oct
Nowv "
Dec —

In the lower part of the Schedule-TimeZone screen (the
Schedule Entry area) add the daily unlock event in Time
Zone 1 by clicking in the first row and the TimeZone column.
Select TimeZone number 1 from the drop-down list. Finally,
add the suppression for July 4th in Time Zone 2.

r~ Schedule Entr
Clear Entry Clear All Frint Schedules Switch to Sched. View |
Schedule E ntry
Ewvent e User ar Time: ;I
|| Humber Description Group ID Event =
1 Daily Unlock UnLock T )
2 July 4th exception Lock ( E = >
3 /
1
5
g Click your mouse in the
; field and select from the
q drop-down list
10 T T
11 1 I LI

4. (Optional) Click Switch to Schedule View to view the

schedule. If pre-existing events or schedules were
programmed, a warning popup will appear.

DL-Windows |

? |, Are you sure you want to open Schedule View 2
\t/ All Previous Data Will be Overwritten.

Click Yes and the Schedule View screen appears.

E Schedule View PDL3000 (Edmundville Hospital-1st Floor Storage)

=1oi]

Schedule View

Ewent  |Day of [rap of
Humber_|Month Clesdla wieek
1 Al Al Mon-Fri

Useror | a]

Tirng Event B

08:008M  |UnLock

Al All ton-Fri 05:00PM  |Lock

04 Jul Al 08:00AM  |Lock

Frint Cloge |
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Advanced Programming--Group 1 Activated Events

It is convenient for large numbers of similar Users to be grouped together. Placing Users into Groups (by assigning them specific User Numbers) allows
large numbers of Users to be controlled all at once rather than individually--saving time. In the following examples, Users who are members of Group 1 are

allowed to activate special lock features or other Groups of Users.

Group 1 Member Activates a Relay

This feature allows for a "window of time" to be created where if any
Group 1 User Code is entered within the programmed "window", a relay
will be activated for 2 seconds. This relay can be used with a burglar
alarm control panel that has a key switch disarm option. If a Group 1
User does not enter their User Code during the specified "window", this
feature remains inactive. This feature corresponds to keypad
programming Functions 90 and 91.

Note: The alarm panel will have to be armed at night by the User or by
an automatic schedule function of the alarm panel.

1. Connect terminals 5 & 6 (blue/yellow wires) to a burglar control
panel with switch input for disarming.

2. Program a User that is a member of Group 1.

3. Program the Relay (Group 1 Activated) as a Relay Function in the
Programmable Features window. Click Feat on the DL-Windows
toolbar an select the Relay Functions tab. Check the box marked
Scheduled (Group 1 Activated).

=10l x|

4000 Series

[ Programmable Features PDL3000 (Huntingdon Hospital-Te
Opticns Relay Functions | Remote )i

Remate Input While Enabled

Fielay fallows Lock/Unlack Status r
Femote Input While Disabled Actiyate Fieley on Docr Afer Il
Failed Entry Attempt

Disabled User Entered Cade
Autherized Entry

Scheduled (Group Activated)
Locked by Schedule

Unlocked by Schedule

Lockout # of &ttempts Exceeded

Ambush Function Activated

i o o e N X A i e B B

Ay Keypress or Card Entry

4. Using the Schedule-TimeZone screen (below), in the Schedule Entry
area, select Relay Activation by Grp1-Open Window in the Event
column. If any Group 1 User Code is entered during the programmed
"window", the relay will close for 2 seconds. Note: Only 1 relay closure
will occur--even if a second Group 1 User Code is entered.

A schedule - Timezone PDL3000 (Huntingdon Hospital-Technical — =] %]
r~ Time Zon
Select TimeZone | Time Zone 1 ™ Add | Delet= | Print TimeZones |
Time Zans 1 11:47:41 AW |
Day Start Stop. tanth Day of Month |Enable |
Sun 05:00 AM 05:00 PM All All v
Mon 08:00AM 05:00 PM Al Al v
Tues 05:00 AM 05:00 PM All Al v
Wwhed 0200 AM 0500 PM Al All v
Thurs 08:00 AM 05:00 PM All All v
Fri 05:00 AM 05:00 PM All All v
Sat 08:00AM 05:00 PM Al Al v
All 05:00 AM 05:00 PM All All
i~ Schedule Entr
Clear Entiy I Clear &l I Print Schedules Switch ta Sched. Yiew |
Schedule Ertry |
Event . User or Time |+
| umber_|Pesstiption Group D[ E7eT Zone :I

Group 1 User Activates Relay Relay Activation by Grp1-Open 'Window 1

0| 0o |~ | e 4= 0| m2

=

=

5. Create the "Relay Activation window" in the TimeZones area of the
Schedule-TimeZone screen (above). In this example, program a
"window" at 8:30AM to 10:00AM, Monday to Friday. The relay will
close, one time only, when a member of group 1 enters their User
Code between 8:30AM and 10:00AM.

6. Click Switch to Sched. View

Al schedule View PDL3000 (Huntingdon Hospital-Technical Publica

Scheduls Yiew

=10

Evenl [Dayol Doy of
Number [Manth _|MOM" [icelc
1 w A A
]

T or ]

Ewent o

Time

08:00 Abd
05:00 P

Frelay Activation by Grpl Open Window
Fielay Activation by Grpl Close Window

Brint Close |

Other Group 1 Activated Events

Like the previous example, other Group events can be programmed in a
similar manner. Here are two examples:

Group 1 User Enables Group 4 Users

Note: This feature corresponds to keypad programming Functions
92 and 93.

1. Using the Schedule-TimeZone screen, in the Schedule Entry area,
select Enable Group 4 by Grp1-Open Window in the Event
column. Next, create the "Enable Group 4 window" in the
TimeZones area of the Schedule-TimeZone screen. This will
allow any Group 1 User to enable Group 4 Users, if a Group 1 User
Code is entered within this programmed "window".

2. Program a Group 1 User and a Group 4 User.

"Window" Example: Open window at 7:00AM and 8:30AM. Group
4 will be enabled when a User in Group 1 enters their User Code
between 7:00AM and 8:30AM. Group 4 Users will have to wait
outside the lock until a Group 1 User arrives to enable their User
Codes. If a Group 1 User does not arrive between 7:00AM and
8:30AM, Group 4 will not be enabled.

Group 1 User puts lock in Passage Mode

Note: This feature corresponds to keypad programming Functions
88 and 89.

1. Using the Schedule-TimeZone screen, in the Schedule Entry area,
select Passage Mode by Grp1-Open Window in the Event column.
Next, create the "window" in the TimeZones area of the Schedule-
TimeZone screen. The lock will unlock (enter Passage Mode) when
any Group 1 User enters their User Code during the programmed
"window".

2. Program a Group 1 User and a Group 4 User.

Note: Passage Mode will be maintained indefinitely unless disabled
each night by using keypad Function 46 or by scheduling a lock
closing.

"Window" Example: Program a "window" at 7:00AM and 8:30AM.
The lock will unlock when a User in Group 1 enters their User Code
between 7:00AM and 8:30AM. If no Group 1 member arrives
between 7:00AM and 8:30AM to enter their User Code, the lock will
stay locked all day.
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Set Group and Level Assignment

To select a Group Association, open the Global Users screen
(click the Global button on the menu toolbar). Click the Set
Group Assignment button and the Set Group Assignment for

User dial :
Managing Access to DL-Windows ser dlalog opens

security Features in DL-Windows A Set Group Assignment For User - Elliott Weston [_ O] x|
DL-Windows provides security and protection features, restricting un- Lﬁ“;“u‘:f : 15 Click in these

authorized persons from accessing your DL-Windows program. When Gown2(| 2 2 boxes to assign

starting DL-Windows, all Operators or Administrators must first Log-On Grawp3\[ 3 3 Users to Groups i;oélzl:;?ll;t:::i(;: t;)I(Ies

to access the program. The type of access (either “Operator” or froun &\ 4 User's locks to Groups
“Administrator”) determines the types of tasks allowed within DL- m wrto Groupt

Windows. Note: For non-Administrators, all Administrative functions I~ Add User to Group2 T _#Hd Liser to Groupd fccept | Cancel |
are grayed-out within both the Global Users screen and the Options

screen. The steps below can be accessed by Administrators only.

Click in the numbered boxes under the LockID numbers to assign
Groups to the User, as shown. The boxes clicked will turn green,
confirming the Group number status for the User. Note: You can
also hold down the CTRL key on your keyboard and click multiple
selections, as necessary. Check the Add User to Group (X)
checkboxes to "Globally" assign all of that User's locks to Groups.
When finished, open the Lock Data screen to verify the addition
(s).

To change the Program Authority Levels (1-4) for each user, in
the Lock Data screen (shown above) double-click in the box that
intersects the Level number (column) and the User Name (row).
Double-clicking adds a check mark to the box, thus defining the
Program Authority Level for that User.

Adding Users (for access to DL-Windows)

Click Tools, Manage Users to open the Manage Users screen. In
the Manage Users screen, click Action, Add User (or press CTRL+
A). In the Add User dialog (shown below), enter a User Name and
the Full Name in the fields provided (the User Name will appear on the
Log-On screen when starting DL-Windows). Select the access level by
checking either Operator or Administrator in User Type. The user
can be disabled by simply un-checking Enable User. Enter a pass-
word (at least 4 characters) in the Password field and re-type the

File Action

Name

%] Default ez
ELn[:k Data DL2800 [Elliott and Michael Company-Elliot and Michaels Dffice] Account __ [HE E
=10} x
_I_I_I Lack ID Used in DTM Screen: 1 Lock Data DL2B00 [Eligtt and Michael Company-Ellict a
Lock Data
User Name || Mame Roon |dem | Level) Level| Levell Levell e | oo | e3P | Enable User j‘
Full M I | B | Master Code 1 123456 | v [ v v Vv
e nstaller 1 v v v v
Uszer Type Installer 2 3 v v [ v [V
Manager 1 4 v [ 4
v
~ Dpera.tor ¥ Enable User Manager 2 5 v v v
[~ Administrator Manager 3 3 v v | v
Supervisor 1 7 v | v
Supervizor 2 g v v
Supervizor 3 9 v v
Pazswaord I 0K | Print Only 1 0 v
Frint Only 2 il 4
Canfirm I Elliott Weston 12 454545 (4
Cancel Michsel Steadman |13 | 787978 v
14
15
16 LI

password in the Confirm field to verify. When finished, click OK to |
save, or click Cancel to discard your changes.

Send/Receive

Editing and Deleting Users

To edit existing users, either click Action, Edit User, press CTRL+ E,
or double-click the user to open the Edit User dialog. All existing infor-
mation can be edited, and when finished, click OK to save or click
Cancel to discard your changes.

To delete an existing User, click to highlight the user in the Manage
Users screen, click Action, Delete User or press CTRL+ D. A confir-
mation popup will appear. Click Yes to confirm the deletion, and click
No to retain the user.

The above screen image displays the default Level and Group
settings for a newly added DL3000 lock. (Defaults are the same
for a DL2800 lock).

Note: The Set Level Assignment button and screen both work in
the same manner as the Set Group Assignment button and
screen.

Change Password:

To change an existing password, click to highlight the user in the Man-
age Users screen, click Action, Set Password (or press CTRL+ P).
In the Change Password dialog, type the existing password in the Old
Password field, type a new password in the New Password field and

sss

your keyboard to accept the changes.
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AL-DTM Communications with the PL3000 locks

Function Card # 2

Initiates AL-DTM Communications (User 299)

1.

2.

3.

cable (or AL-PRE) to

Connect the AL-DTM to the Lock. Connect the double-ended banana plug into the AL-DTM and into the lock
that is to be programmed (observing proper tab direction).
Press the Green Button on the AL-DTM until the AL-DTM displays the following:

LOCE MODE

The AL-DTM will disp

Using the black keys, change the "CURRENT DOOR" value until the door number is reached. If the door number

the AL-DTM.

The AL-DTM is used to transfer Lock Programs (and other data) between DL-Windows and PL3000 locks. When com-
puters cannot be transported or when electrical power is not available, the hand-held AL-DTM acts as a go-between--it
allows the transfer of lock data from your PC (through the AL-DTM) to the lock, or in reverse (from the lock through the
AL-DTM back to your PC). Requires an AL-PCI2 cable when transferring from your PC to the AL-DTM. A double-ended
mini banana plug connector is used when transferring data from the AL-DTM to the PL3000 lock(s) (see page 4 for de-
tails).

Function Card #2 initiates communications. Note: Function Card #2 does not unlock the PL3000.
Important: All PL3000 locks arrive from the factory configured as Door #1. If the PL3000 lock data inside the AL-DTM is
associated with a door number OTHER than door number 1, you MUST select the door number in the AL-DTM before

transferring data to the lock. This will ensure that the proper data inside the AL-DTM will be matched to the correct lock.
The procedure below describes this process: Note: The AL-DTM must be configured for Door Select Mode.

SEND PROGRAM TO LOCK (THROUGH THE AL-DTM)
Send Lock Program from DL-Windows to the AL-DTM, "Send Program to Lock" by connecting the AL-PCI2

Press and release the green button (answer NO).

lay the following:

Press and release the left black button (answer YES).

is 8, the AL-DTM will display the following:

ek e

Press and release the green button (answer SET) to lock in the desired door number.

The AL-DTM will disp

] M

Do B2, el ing
FEM Packet G

lay the following:

Press the left black button (answer GO).

Packet Numbers will go up until all packets have been transferred to the lock. The Lock will continue to beep while in

communication with the AL-DTM.

At the end of the transfer process, the PL3000 will sound a series of beeps. You can disconnect the AL-PCI2

cable. The following will display:

Present Function Card #2 to the lock. The AL-DTM will display the following:

Test New User Cards. Verify that each new user Card allows access when presented to the lock. Test each
lock that has been programmed. To receive information from the lock to the AL-DTM, see next page.

(Current date and Time)

(Current Memory Status)
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AL-DTM Communications with the PL3000 locks (cont'd)

IMPORTANT NOTE:

LOCE MODE

NES i

The AL-DTM displays the following:

Door 82, Receiuving
FiEM FPacket i

while in communication with the AL-DTM.

cable. The following will display:

When programming is sent from DL-Windows (or an AL-DTM) to the lock, Function Cards 1, 2, 8, and 9 will be overwritten

with the existing data in DL-Windows for the User Locations 298, 299, 297 and 300, respectively. Therefore, to continue to
use Function Cards 1, 2, 8 and 9 that were enrolled at startup with DL-Windows, be sure to enroll those same Function

Cards 1, 2, 8 and 9 used at startup into the correct locations within DL-Windows.

RECEIVE PROGRAM FROM THE LOCK TO THE AL-DTM

DL-Windows must be first used to instruct the AL-DTM to "Receive Program From Lock" via the DTM Support screen.
This way, when the AL-DTM is connected to the PL3000 lock, the AL-DTM will perform the correct operation.

1. Connect the AL-DTM to the Lock. Connect the double-ended banana plug into the AL-DTM and into the lock
that is to be programmed (observing proper tab direction).

2. Press the Green Button on the AL-DTM until the AL-DTM displays the following:

Press the left black button (answer YES).

3. Present Function Card #2 to the lock. The AL-DTM will display the following:

Packet Numbers will go up until all packets have been transferred to the AL-DTM. The Lock will continue to beep

4. At the end of the transfer process, the PL3000 will sound a series of beeps. You can disconnect the AL-PCI2

(Current date and Time)

(Current Memory Status)

SPECIAL NOTE:
WHEN USING AN AL-DTM-III

The procedure below is required only when a PC or DTM
communication Function Card is not presently enrolled in
the lock; i.e. the lock is new ("out-of-box"), or the lock has
had all programming erased (restoring factory default).

PC/DTM Communications

With the development of the AL-DTM-IIl and the latest ver-
sions of DL-Windows, communications using the AL-DTM-
lll requires the presentation of Function Card #2 twice.
Therefore the AL-DTM "299" Function Card #2 must be
enrolled into the lock prior to using the AL-DTM-III. In ad-
dition, you can no longer use power up programming
to establish communications with the AL-DTML-III.

Procedure:

All' lock programming MUST be erased to restore the "out
of box" factory default, as detailed in "ERASE ALL PRO-
GRAMMING" in the PL3000 programming instructions
(W11280). After erasing all lock programming, the PL3000
waits for a proximity card to be presented. Therefore, pre-
sent a proximity card (to place the lock into "learn mode"),
then immediately present the first two Function Cards
(card #1 for initiating PC communications, card #2 for initi-
ating AL-DTM communications). After cards #1 and 2
have been presented and enrolled, wait for the lock to
time-out and lock.

Now the PL3000 can be programmed by the PC or the AL-
DTM-IIL.




"Programmable Features” Screen (PL Series) - Options tab (Version 3.5.6)
The Features screen is used to program lock options and programmable Features. For version 3.6.0, see page 33.

Englammable Features PL3000 [Briarwood Institutional Servic-Utility Closet 458)
Dptions T Relay Functions Femote T 4000 & eries
[yt & et Time: I
Star Key as Enter Keyt r
Draylight Saving
Lockout # of Attempts 1-9 IE hd
|12r1st5unApr—LastSun Oct j
Pass Time |3 b
Door &jar
Lockout Time In Seconds 18 h el B e e I
taatle Maar & anitartio
Door Mumber I1 'l
Draar &jar Trip Time ID -
Ambush Code [2 Digits] |98 r
W52 Sounder on Manr Ajar
Entry Delay ID :Iv
Screen shown is from a PL3000 Disable Sound I
lock. Screen for DL/PDL series is 55015 SOUnEE!
similar (though some selections Group 2 Toggles Passage Made r
may be grayed-out and therefore Groups 2 Enables and 3 Disables Passage r
not available). Mode
One Time Only for Group3 Uszers ml

v
DL3000 Lock Only. The lock will adjust for USA Daylight Saving Time
in the spring and the autumn.

‘ Draylight Saving Time

| Star Ky az Enter Key I_ ‘
If checked, all codes entered must be followed by the key.

N

Lockout # of Attempts 1-9
The maximum number of invalid entry attempts (with wrong User Code)
the lock will allow before it goes into lockout mode (where it will refuse
to recognize ANY User Code entry). The lock will shut down for the
period programmed in the Lockout Time in Seconds field which
follows. Valid Attempt entries are 1-9.

N

Fazz Time

The duration in seconds that the lock will remain unlocked after a valid
code has been entered (valid entries are 3, 10 & 15 seconds).

Lockout Time In Seconds 15 -

The duration of time the lock refuses to recognize ANY User Codes
after the maximum number of invalid entry attempts (with wrong User
Code) has been reached (valid entries are 1-60 seconds).

v

Door Mumber

Door Number must be between 1—- 96*.

If the lock is a new lock without a designated door number, the door
number specified in this field will be assigned to the programmed lock.
If used with the AL-DTM Data Transfer Module, this is the Door Number
the AL-DTM will use to identify itself to the lock, insuring that the proper
data inside the AL-DTM2 will be matched to the correct lock.

*Only available numbers are listed. AL-DTM only supports first 48
locks. See page 18 and 21 for more information.

mbush Code [2 Digits] 33

A 2 digit code which will activate the auxiliary relay if entered before a
valid User Code. You must also select Ambush from the Relay
Function List.

Entry Delay ID LI

Delays door entry after valid User code is entered. Note:
and PDL3000, valid entries are 0, 5, 15 & 45 seconds.

For DL3500

Dizable Sounder r

Disable Lock Sounder to enable silent operation.

Group 2 Toggles Pazsage Mode r

A Group 2 User will toggle passage mode (lock is unlocked). Caution!
The consequences of accidentally selecting this option can cause
a security breach!

Groups 2 Enables and 3 Dizablez Pazzage r
Mode

A Group 2 User will put door into passage mode (lock is unlocked). A
Group 3 User will take door out of passage. Caution! The
consequences of accidentally selecting this option can cause a
security breach!

Ore Time Only for Group3 Lzers

]
If checked, allows Group 3 Users to unlock the door one time only, then
their User Code or proximity card becomes disabled.

Draylight S aving
12 - 1at Sun Apr-Last Sun Oct

=
Daylight Saving Time configuration settings for DL3500 and PDL Series
Locks.

Droor Ajar

Enable Door Ajar kM anitaring I_
Cvoor Ayar Trip Time 20 =
Ilze Saunder an Door Ajar I

For use with the DL/PDL3300 lock. Check Enable Door Ajar
Monitoring to enable this feature. Select the door ajar delay time (in
seconds) from the drop-down list, and check Use Sounder on Door
Ajar to enable an audible warning upon a valid door ajar trip.
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ACCESS = Entry into a restricted area.

AMBUSH = A special Code entered at the keypad when the User is
forced to unlock a device. The device unlocks but sends a silent
alarm with no indication at the keypad. Can be used to trip a relay, to
alert security, or trip a silent alarm on a Burglary Control Panel.

AUDIT TRAIL = A date/time stamped log of previous lock events.

BURGLARY CONTROL PANEL = Provides local alarm and remote
communication to request security for burglary/break-in. A relay
output used for Ambush can provide a silent alarm and call-for-help.

CLOCK

e REAL TIME CLOCK = An accurate built-in clock that allows date/
time stamping of events. The clock can be slowed or speeded up
to fine tune long term accuracy to within three minutes per year.

® CLOCK SETTINGS = Printout includes date, time, weekday, and
clock speed.

e CLOCK SPEED = The clock can be adjusted to allow faster/
slower speeds and therefore increasing clock accuracy.

CODE = Numeric sequence of numbers (such as: 1234) entered at the
keypad. If Star-Enter-Key is required, must be followed by a [[Z]] key.

e AMBUSH CODE = See Ambush.

e BASIC USER CODE = User Codes assigned to User Numbers
12+ (except Users 297-300). (Does not allow programming)

e |INSTALLER CODE = User Codes assigned to User Numbers 2
and 3. (Allows all programming except Master functions).

e INVALID CODE = A User Code that has not been programmed in
the lock.

e MANAGER CODE = User Codes assigned to User Numbers 4
through 6. (Allows most of the programming functions).

e MASTER CODE = User Code assigned to User Number 1.
Default (factory) Master Code is 123456. The User with the
Master Code has complete control of the lock.

e PRINT ONLY USER CODE = User Code assigned to Users 10
and 11. (Allows no programming except print functions).

e QUICK ENABLE USER 300 CODE = Refers to the User Code
entered by User 297 which (when entered at the keypad) enables
the User Code assigned to User 300 for one time only.

® QUICK PC ACCESS CODE = Permits upload/download to DL-
Windows Software on IBM/compatible computer running
Microsoft Windows 95, 98, or NT 4.0. Refers to the User Code
for User 298.

e SERVICE CODE = User 300 User Code. Allows only one entry,
then needs to be re-enabled by the User 297 User Code to regain
access.

e SUPERVISOR CODE = User Codes assigned to Users 7, 8 and
9. Can only program day-to-day operation.

e USER CODE = Code used by Users. Code is 3 to 6 numeric
digits long, allowing controlled entry.

e VALID CODE = An entered User Code that has been
programmed in the device.

COM PORT = A computer serial communications port used to
communicate with the Lock and/or Data Transfer Module.

DATA TRANSFER MODULE = A device that permits transfer of
program/data between a computer and the lock.

DATE = Month, Day and Year entered as MMDDYY.

Glossary

DAY OF WEEK = Sunday through Saturday (where 1 = Sunday and 7 =
Saturday).

DEFAULT = Default settings are the original settings that were set at the
factory; in other words, it is the lock's original factory condition when
the lock was first taken out of its box. The default settings are
permanently encoded within the lock's fixed memory, and when the
lock is first started, or when power is removed and re-applied, the
original factory default settings are re-loaded and take effect.

DISABLE = Turn off.

DOOR AJAR = (Used with the PDL3300 lock only). If access is granted
with the PDL3300 lock, and the door is held open beyond the pre-
programmed amount of time (default is 20 seconds), the lock will trip
a ‘Door Ajar’ event. If programmed, the lock will provide audible
annunciation and/or an auxiliary relay closure.

DOOR NUMBER = Identification of each door with a specific number (1-
2000). (Used with the AL-DTM and AL-DTM-II. For the AL-DTM-III,
see glossary entry "LockID").

DOWNLOAD = Send data to lock or AL-DTM.
ENABLE = Turn on.
EVENTS = Recorded lock activity.

FUNCTION (also called Programming Functions) = are the numbers
used to program lock features (enabling/disabling Users, User
Groups, Passage Mode, Schedules, etc.).

FUNCTION CARDS (Used with the PL3000 lock only) = Nine standard
proximity cards labeled one through nine, enrolled into the PL3000 lock.
Each card can perform a specific function, such as initiating PC
communications or enrolling proximity cards. See WI1280 for more
information.

GROUP
o USER GROUP = Defining a User to specific Groups, allows User
entry when the Group is allowed entry.

¢ GROUP 1 DISARMS BURGLAR CONTROL = A Group 1 USER
CODE entry can disarm an alarm panel during a predefined
schedule. Should the Group 1 enter the lock outside of the
scheduled time, the alarm will not disarm. The alarm panel must be
armed through other means (such as an Alarm Panel Keypad).
The Burglary Alarm Panel must be programmed to disarm from an
Armed State Only and the zone input must be programmed for
input disarming.

e GROUP 1 ENABLES GROUP 4 USERS = A Group 1 USER
CODE entry during a predefined schedule will allow access to
Group 4 Users.

e GROUP 1 PUTS UNIT IN PASSAGE = A Group 1 USER CODE
entry during a pre-defined schedule will unlock unit.

INSTALLER = See.... CODE, INSTALLER CODE.

KEYPAD = 10-numeric keys, [[*_] and special

o KEYPAD LOCKOUT = Keypad is programmed to lockout Users,
for a specified period of time, when a specified number of invalid
User Codes are entered.

o KEYPAD PROGRAMMING = Ability to program the lock through
the keypad.
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Glossary (cont'd)

KEYPRESS =
Pressing a button on the Lock’s Keypad.

LEVEL ABILITY = Predefined User Types (such as Master, Installer,
Manager, Supervisor, and Print Only User) have specific abilities to
program and/or control the lock.

"LOCKID" = Identification of each door with a specific number--or in
other words, a number representing an individual lock within an
Account. No longer entered through AL-59. For use with the AL-
DTM-III (for the AL-DTM or the AM-DTM-IIl, see glossary entry
"Door Number".

The new LockID format was developed to increase the number of
locks allowed per Account (now up to 2000 locks). As a result of this
increase, the ability to change the Door Number (now called LockID)
at the lock keypad is no longer used. DL-Windows (versions 3.5.3
and greater) software must now be used to change the LockID.
When DL-Windows version 3.5+ data is sent to the lock, this LocklD
is updated.

If you wish to receive data from the lock before data is sent, the new
"Update LockID" option in DL-Windows version 3.5+ will change or
update the LocklID. In addition, the current keypad Function 59 (in
Programming Mode) is no longer allowed, and is consequently
ignored by the DL-Windows software.

LOCKOUT ATTEMPTS = A specified number of invalid User Code
entries (1-9), that will disable the keypad for a predefined period of
time (1-60 seconds).

LOCKOUT TIME = A predefined time (1-60) seconds that the lock will
stop accepting User Codes, after a specified number of invalid User
Code entries (1-9).

LOG = See... AUDIT TRAIL.
MANAGER = See... CODE, MANAGER CODE.
MASTER = See... CODE, MASTER CODE.

PASSAGE = Allow anyone to pass through the door without USER
CODES (door is unlocked).

PRINTER = A printout device such as an infrared printer or computer
printer.

PRIVACY MODE (Factory Default for 4100 Series Locks):
"Privacy Mode" is designed to allow access to individuals with
access codes (or PROX cards) and is typically used for rooms
needing privacy from others such as bathrooms, dorms and meeting
rooms.

PROGRAM MODE = A mode allowing program/data to be entered
through the keypad. Only specific Users can program a lock
manually, by entering their USER CODE, followed by the [[&]]
key. To exit program mode, hold any key until repeated beeps are
heard.

PROGRAMMABLE RELAY FUNCTIONS = The relay can be
programmed for one or more functions.

Trilogy® is a registered trademark of Alarm Lock.

HID and Microsoft Windows are trademarks of their respective companies.

PROXIMITY CARDS = HID ProxCards® and ProxKey® keyfobs are
access control cards manufactured in a variety of bit formats.

Note: ProxCard® and ProxKey®are trademarks of the HID® Corporation.

RELAY = Switched output allowing remote control of other devices.
External power source is required.

e Relay, Ambush Activated - Ambush Code entered prior to a
User Code will trip a relay. This can alert Security or trip a zone
on an Alarm Panel.

¢ Relay, Any Keypress - First keypress of any sequence.

¢ Relay, Authorized Entry - Valid User Code entered.

¢ Relay, Disabled User Entered Code - Valid User Code entered
but the User is disabled.

* Relay, Failed Entry Attempt - Invalid User Code entered.

e Relay, Keypad Lockout - Should several Invalid User Codes be
entered that exceed the number of lockout attempts (1-9), then
the lock will stop accepting keypad entries for the Lockout Time
(1-60 seconds). The Relay output can be used to indicate
tampering of the keypad.

e Relay, Group 1 Activation - A Group 1 User can enter a User
Code and can disarm a Burglary Alarm Panel using the Relay
Output.

REMOTE INPUT = Entry into a restricted area, by pressing a button
connected to the REMOTE INPUT WIRES (White and White) by
someone on the other side of the door.

RESIDENCY MODE (Factory Default for 4500 Series Locks):
The "Residency Feature" is provided to prevent a person from
unintentionally having the door lock behind them when stepping
outside briefly. Typically used in retirement homes and college
dormitories.

SCHEDULE = A programmed operation (enable/disable, lock/unlock,
etc.) on a specific day (Sunday through Saturday) and time.

SCHEDULES, QUICK = Any one of four most common types of
schedules can be programmed.

TIME = Hours and Minutes in the HHMM format.

TIME/DATE STAMP = A recorded date and time that an event occurred.
TIMEOUT = Immediate operation for a specified number of hours.
UPLOAD = Receive data from the lock or AL-DTM.

USER = A person who has been provided with a USER CODE for
access through the door.

USER LOCKOUT, TOTAL = All Users (except for Master Code) have
been locked out.
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ALARM LOCK LIMITED WARRANTY

ALARM LOCK SYSTEMS, INC. (ALARM LOCK) warrants
its products to be free from manufacturing defects in
materials and workmanship for 24 months following the
date of manufacture. ALARM LOCK will, within said
period, at its option, repair or replace any product failing
to operate correctly without charge to the original
purchaser or user.

This warranty shall not apply to any equipment, or any
part thereof, which has been repaired by others,
improperly installed, improperly used, abused, altered,
damaged, subjected to acts of God, or on which any
serial numbers have been altered, defaced or removed.
Seller will not be responsible for any dismantling or
reinstallation charges.

THERE ARE NO WARRANTIES, EXPRESS OR
IMPLIED, WHICH EXTEND BEYOND THE
DESCRIPTION ON THE FACE HEREOF. THERE IS NO
EXPRESS OR [IMPLIED WARRANTY OF
MERCHANTABILITY OR A WARRANTY OF FITNESS
FOR A PARTICULAR PURPOSE. ADDITIONALLY, THIS
WARRANTY IS IN LIEU OF ALL OTHER OBLIGATIONS
OR LIABILITIES ON THE PART OF ALARM LOCK.

Any action for breach of warranty, including but not
limited to any implied warranty of merchantability, must
be brought within the six months following the end of the
warranty period. IN NO CASE SHALL ALARM LOCK BE
LIABLE TO ANYONE FOR ANY CONSEQUENTIAL OR
INCIDENTAL DAMAGES FOR BREACH OF THIS OR
ANY OTHER WARRANTY, EXPRESS OR IMPLIED,
EVEN IF THE LOSS OR DAMAGE IS CAUSED BY THE
SELLER'S OWN NEGLIGENCE OR FAULT.

In case of defect, contact the security professional who
installed and maintains your security system. In order to
exercise the warranty, the product must be returned by
the security professional, shipping costs prepaid and
insured to ALARM LOCK. After repair or replacement,
ALARM LOCK assumes the cost of returning products
under warranty. ALARM LOCK shall have no obligation
under this warranty, or otherwise, if the product has been
repaired by others, improperly installed, improperly used,
abused, altered, damaged, subjected to accident,
nuisance, flood, fire or acts of God, or on which any serial
numbers have been altered, defaced or removed. ALARM
LOCK will not be responsible for any dismantling,
reassembly or reinstallation charges.

This warranty contains the entire warranty. It is the sole
warranty and any prior agreements or representations,
whether oral or written, are either merged herein or are
expressly cancelled. ALARM LOCK neither assumes, nor
authorizes any other person purporting to act on its behalf

to modify, to change, or to assume for it, any other
warranty or liability concerning its products.

In no event shall ALARM LOCK be liable for an amount in
excess of ALARM LOCK's original selling price of the
product, for any loss or damage, whether direct, indirect,
incidental, consequential, or otherwise arising out of any
failure of the product. Seller's warranty, as hereinabove
set forth, shall not be enlarged, diminished or affected by
and no obligation or liability shall arise or grow out of
Seller's rendering of technical advice or service in
connection with Buyer's order of the goods furnished
hereunder.

ALARM LOCK RECOMMENDS THAT THE ENTIRE
SYSTEM BE COMPLETELY TESTED WEEKLY.

Warning: Despite frequent testing, and due to, but not
limited to, any or all of the following; criminal tampering,
electrical or communications disruption, it is possible for
the system to fail to perform as expected. ALARM LOCK
does not represent that the product/system may not be
compromised or circumvented; or that the product or
system will prevent any personal injury or property loss by
burglary, robbery, fire or otherwise; nor that the product or
system will in all cases provide adequate warning or
protection. A properly installed and maintained alarm may
only reduce risk of burglary, robbery, fire or otherwise but
it is not insurance or a guarantee that these events will
not occur. CONSEQUENTLY, SELLER SHALL HAVE NO
LIABILITY FOR ANY PERSONAL INJURY, PROPERTY
DAMAGE, OR OTHER LOSS BASED ON A CLAIM THE
PRODUCT FAILED TO GIVE WARNING. Therefore, the
installer should in turn advise the consumer to take any
and all precautions for his or her safety including, but not
limited to, fleeing the premises and calling police or fire
department, in order to mitigate the possibilities of harm
and/or damage.

ALARM LOCK is not an insurer of either the property or
safety of the user's family or employees, and limits its
liability for any loss or damage including incidental or
consequential damages to ALARM LOCK's original
selling price of the product regardless of the cause of
such loss or damage.

Some states do not allow limitations on how long an
implied warranty lasts or do not allow the exclusion or
limitation of incidental or consequential damages, or
differentiate in their treatment of limitations of liability for
ordinary or gross negligence, so the above limitations or
exclusions may not apply to you. This Warranty gives you
specific legal rights and you may also have other rights
which vary from state to state.
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